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2.0  Information Technology: Project Summary Package 
Section A: Executive Summary 
 
1 Submittal Date July 15, 2008 
  

  FSR SPR PSP Only Other: 

2 Type of Document X     

 Project Number  

 

   Estimated  Project Dates 

3 Project Title Rail Safety and Security Information 
Management System Start End  

 Project Acronym RSSIMS 10/01/2008 03/31/2011  

     

4 Submitting Department California Public Utilities Commission 

5 Reporting Agency N/A 

6 Project Objectives 
   

The objective of this project is to develop an integrated database system to manage and utilize 
California’s rail safety and security data in the Commission’s Consumer Protection and Safety 
Division. The Division needs to manage large inventories of inspection, accident, infrastructure, 
complaint, formal proceeding, and historical data with a more permanent, accessible, integrated, and 
reliable data system. Currently there are several standalone databases that have been crafted and 
developed on different platforms over the years by different individuals, and which depend on those 
individuals for maintenance and continuity.  The new system would eliminate the major problems 
caused by the Division’s current databases, which include, non-integrated databases, inefficient 
remote networking, functionally inadequate databases, an outdated operating environment, and 
inconsistent non-centralized support that depends on personnel tenure. 
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7 Project Solution 
 
 
 

 
The CPUC must find a solution to replace the independent and non-integrated rail information 
management systems that it currently uses, and to expand those systems to be comprehensive and 
include all aspects of data management for its railway safety and security programs.  Although portions 
of RSSIMS requirements could be met by Modified-Off-the-Shelf (MOTS) solutions, no currently-
available systems provide complete solutions to all of CPUC’s listed requirements, and Custom 
Application Development (CAD) will be necessary for other portions.  Even for those applications where 
MOTS is feasible, extensive customization would be needed.  As no complete solution has been 
identified, CPUC is pursuing a business-based procurement, in which RSSIMS requirements will be 
presented to potential vendors in a Request for Proposal.  This will enable the Commission to review a 
range of potential solutions and to select the optimal one.  

 

8 Major Milestones 

 Milestones Estimated Completion Dates 

 Initiation October 2008 

 Procurement August 2009 

 Planning October 2009 

 Design & Development October 2010 

 Testing January 2011 

 Deployment March 2011 

 Project Closeout March 2011 

 
9 Key Deliverables 

 Deliverables Estimated Completion Dates 

 Project Plan & Detailed Project Schedule October 2009 

 Requirements Specification Documents October 2010 

 Data Migration/Conversion Plan October 2010 

 Training Plans and Documentation January 2011 

 User Acceptance Testing January 2011 

 User Training March 2011 

 PIER September 2012 
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Section B: Project Contacts 
 

  Information Technology Project Summary Package  
  Section B: Project Contacts  
        
      Project #   

      Doc. Type FSR 
        

  First Name Last Name 
Area 
Code Phone # 

Area 
Code Fax # E-mail 

Agency 
Secretary N/A             
Exec. Director Paul  Clanon 415 703-3808 415 703-1356 pac@cpuc.ca.gov 
IMSD Director Ravi Subramanian 415 703-2163 415 703-4852 rks@cpuc.ca.gov 
CIO Carolyn Lawson 415 703-2024 415 703-3613 cl2@cpuc.ca.gov 
Project Sponsor Richard  Clark 415 703-2349 415 703-3533 rwc@cpuc.ca.gov 
        
        

  First Name Last Name 
Area 
Code Phone # 

Area 
Code Fax # E-mail 

Doc. prepared by  Daniel Kevin 415 703-1306 415 703-2143  djk@cpuc.ca.gov 
Doc. prepared by Steven  Allen 415 703-5133 415 703-3613  
Primary contact: Paul King 415 703-2408 415 703-3533 gg1@cpuc.ca.gov 
Project Manager CPUC staff TBD       gg1@cpuc.ca.gov 
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Section C: Project Relevance to State and/or Departmental Plans 
 
   INFORMATION TECHNOLOGY PROJECT SUMMARY   
   SECTION C: PROJECT RELEVANCE TO STATE AND/OR DEPARTMENTAL PLANS   
             

1 What is the date of your current Operational Recovery Plan (ORP)? Date  1/15/2008  Project #   
2 What is the date of your current Agency Information Management Strategy (AIMS)? Date    Doc. Type   
3 Doc.      
  

For the proposed project, provide the page reference in your current AIMS and/or strategic 
business plan. Page #      

             
           Yes No 

4 Is the project reportable to control agencies? X   
 If YES, CHECK all that apply:   
 X a) The project involves a budget action.   

   
b) A new system development or acquisition that is specifically required by legislative mandate or is subject to 
special legislative review as specified in budget control language or other legislation.   

 X 
c) The estimated total development and acquisition cost exceeds the departmental cost threshold and the project 
does not meet the criteria of a desktop and mobile computing commodity expenditure (see SAM 4989 - 4989.3).   

   d) The project meets a condition previously imposed by Finance.   
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Section D: Budget Information 
 
   INFORMATION TECHNOLOGY PROJECT SUMMARY PACKAGE   
   SECTION D: BUDGET INFORMATION   
            Project #   
            Doc. Type   
Budget Augmentation 
Required?            
  No             

  Yes  X 

If YES, indicate 
fiscal year(s) and 
associated 
amount:                

    FY    2008/09 FY  2009/10 FY   2010/11 FY  2011/12 FY  2012/13 
    $  0 $ 1,418,212 $ 1,185,760 $ 224,016 $ 224,016 
              
PROJECT COSTS            
              

1 Fiscal Year 2008-2009 2009-2010 2010-2011 2011-2012 2012-2013 Total  

2 One-Time Cost $523,713 
 

$1,714,245  $1,342,751  $0  
 

$0 
 
$3,580,709 

3 Continuing Costs $0 
 

$0  $116,102  $321,978  
 

$255,945 
 
$694,024 

4 TOTAL PROJECT BUDGET $523,713 
 

$1,714,245  $1,458,853  $321,978  
 

$255,945 
 
$4,274,733 

              
SOURCES OF FUNDING           

5 General Fund                   
6 Redirection         $523,713           $296,033          $273,093          $97,962         $31,929 $1,222,729   

7 
Reimbursements – 0042, 0046, 
0461           $1,418,212          $1,185,760         $224,016          $224,016 $3,052,004   

8 Federal Funds                      
9 Special Funds                      
10 Grant Funds                      
11 Other Funds                      
12 PROJECT BUDGET        $523,713         $1,714,245          $1,458,853         $321,978        $255,945  $4,274,733   

              
PROJECT FINANCIAL BENEFITS           
              

13 Cost Savings/Avoidances                      
14 Revenue Increase                      

Note: The totals in item 4 and item 12 must have the same cost estimate.       
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    INFORMATION TECHNOLOGY PROJECT SUMMARY PACKAGE    
   SECTION E: VENDOR PROJECT BUDGET    

           
Project 

#  

Vendor Cost for FSR Development (if applicable) $264,000    
Doc. 
Type FSR 

 
Vendor 
Name Meta Vista      

             
             

VENDOR 
PROJECT 
BUDGET             

1 Fiscal Year 2008/09  2009/10  2010/11 2011/12   2012/13 TOTAL 
2 Primary Vendor Budget $0  $1,025,376  $649,624 $0     $0 $1,675,000 

3 
Independent Oversight 

Budget $0  $199,200  $99,600 $0     $0 $298,800 
4 IV&V Budget $0  $83,200  $41,600 $0     $0 $124,800 
5 Other Budget  $0  $0  $0 $0     $0 $0 
6 TOTAL VENDOR BUDGET $0  $1,307,776  $790,824 $0         $0 $2,098,600 
             
  ~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~(Applies to SPR only)~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~  
             

PRIMARY VENDOR HISTORY SPECIFIC TO THIS PROJECT       
7 Primary Vender    
8 Contract Start Date          
9 Contract End Date (projected)          

10 Amount $         
             
PRIMARY VENDOR CONTACTS          

 Vendor First Name Last Name 
Area 
Code Phone # Ext. Area Code 

Fax 
# E-mail 

11             
12             
13             
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Section F: Risk Assessment Information 
 
   INFORMATION TECHNOLOGY PROJECT SUMMARY PACKAGE     
   SECTION F: RISK ASSESSMENT INFORMATION     
              
            Project #   
RISK ASSESSMENT           Doc. Type FSR 
              
      Yes No       
Has a Risk Management Plan been developed for 
this project? X         
              

General Comments 
The Risk Management Plan is included in Section 7 of this FSR.         
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3.0 Business Case  

3.1  Business Program Background 

3.1.1 Introduction 

Railroad transportation is a vital component of the economy of California, providing jobs, tax 
revenue, and traffic relief on roadways, as well as reducing emissions of greenhouse gases.  A 
huge growth is projected in rail freight transportation.  Nationally, the American Association of 
Railroads expects rail freight demand to increase by 67% between 2007 and 2020, or an 
average annual growth of 4.5%.  In California, rail traffic is expected to increase by a similar or 
greater percentage.  The combined ports of Los Angeles and Long Beach are the largest in the 
U.S. and rank third in the world.  Container traffic to and from these ports is projected to nearly 
triple from 2007 to 2017, and more than half of that will move by rail. 

Public transportation in California remains as one of the top priorities of the state. There are 
currently eleven rail transit systems operating within the state which encompass 672 route miles 
and carried 275 million passengers in 2006.  As more and more trains push the rail 
infrastructure to capacity, challenges to rail safety and security have increased.  With increasing 
urbanization and rapid economic growth forcing greater use of railroad corridors, accidents can 
be expected to occur with greater frequency unless mitigated by swift action.   

The California Public Utilities Commission (CPUC or Commission) has total jurisdiction and 
safety oversight responsibilities for all train transit systems in the state, including heavy rail 
freight and passenger systems, light rail, trolley, automatic people movers, and funicular 
systems, operating on 7,100-plus miles of track in California.  The Commission also has 
jurisdiction over the safety of roughly 13,000 public and private rail crossings used by vehicles 
and pedestrians.   

CPUC is severely hampered in meeting its safety mandates by the multiplicity and inadequacy 
of the uncoordinated and difficult-to-use electronic and paper-based database systems that 
currently are used by its rail safety units.  Replacing these systems with an integrated, custom-
designed management information system also would increase the ability of managers and staff 
to meet deadlines, track the progress of safety oversight work, detect accident trends, and 
efficiently direct staff resources towards specific types of incidents and geographic locations.  
Problems with these databases are described in detail in Section 3.2 of this FSR.  Three 
general types of alternatives to resolve these problems are described in Section 5.0. 

3.1.2 Regulatory Framework 

Rail safety for both heavy rail and light rail transit is regulated through a combination of state 
and federal authorities.  The main federal agencies regulating the safety of railway systems are 
within the U.S. Department of Transportation.  The Federal Railroad Administration (FRA) 
regulates heavy rail freight and passenger systems, and the Federal Transit Administration 
(FTA) regulates light rail transit systems.  Regarding security, the federal Transportation 
Security Administration (TSA) regulates the security of heavy rail passenger and freight 
systems, while the FTA has jurisdiction over the security of light rail transit systems.  State 
regulation of heavy rail freight and passenger systems is largely preempted by federal 
regulation.  However, CPUC participates in the State Rail Safety Participation Program of the 
FRA.  This program allows State inspectors act as agents of the FRA in the enforcement of 
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federal regulations within California. The CPUC has adopted some safety regulations 
addressing areas not covered by federal regulations, which it enforces exclusively.   FTA is 
primarily a funding agency and has no safety regulations; thus, light rail safety is a State 
responsibility, and the FTA has delegated safety and security oversight to the CPUC.1  
Additionally, under State statute, the CPUC has exclusive authority over the safety of 
approximately 13,000 public and private rail crossings, including the location, terms and use of 
all crossings. 

The CPUC exercises its safety regulatory authority by issuing rules expressed in General 
Orders and Resolutions; by conducting inspections and investigations; and by undertaking 
administrative, civil and/or criminal enforcement proceedings.  The CPUC’s workload relative to 
rail safety has been increased by recent California and federal legislation (see Section 3.2.2) 

3.1.3 CPUC Rail Safety Units 

CPUC’s rail safety and security programs are housed in its Consumer Protection and Safety 
Division (CPSD) (Figure 1).  

Governor

President

Executive
Director

 
 

Figure 1 - CPUC Organizational Structure Diagram 

The CPSD divides its rail safety programs into two branches, the Railroad Operations Safety 
Branch (ROSB) and the Rail Transit and Crossings Branch (RTCB).  The RTCB further divides 
its programs into two sections, the Rail Transit Safety Section (RTSS) and the Rail Crossings 
Engineering Section (RCES) (Figure 2). ROSB, RTSS, and RCES are headquartered in San 
Francisco and have regional offices in Sacramento and in Los Angeles. 

                                            
1 The CPUC’s rail security programs also operate pursuant to a memorandum of understanding with the 
California Office of Homeland Security (OHS). 
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Consumer Protection & Safety Division 
(CPSD)

Railroad Operations Safety Branch
(ROSB)

Rail Transit & Crossing Branch
(RTCB)

Rail Transit Safety Section
(RTSS) 

Rail Crossing Engineering Section
(RCES)

 
 

Figure 2 - CPSD Organizational Structure Diagram 

Railroad Operations Safety Branch (ROSB).  ROSB’s overall mission is to ensure that railroads 
in California comply with federal and state railroad safety regulations, and with Commission 
General Orders (GOs).  GOs deal with safety issues not otherwise covered by these regulations 
or by railroad company safety and operating rules.  ROSB has safety oversight responsibility for 
50 heavy rail freight corporations, five heavy rail passenger systems, and over 7,100 miles of 
heavy rail track.   

Rail Transit Safety Section (RTSS). RTSS provides safety oversight of rail fixed guideway 
systems, also referred to as Rail Transit Agencies (RTAs).2  The RTSS manages the State 
Safety Oversight (SSO) Program for these RTAs. 

The RTSS safety oversight program involves: 

• System safety and security program management and oversight of design and construction; 
oversight of operations and maintenance; safety certification of new projects and extensions 
to existing RTAs; and internal safety and security audits  

• Review and approval of RTA submissions of System Safety Program Plans, System 
Security Plans, Safety Certification Plans, accident investigation procedures, accident 
investigation reports, annual internal safety and security audit reports, and corrective action 
plans and schedules 

• Reporting and investigating accidents 

• Performing triennial on-site safety and security reviews   

• Performing on-site inspections of infrastructure and records 

RTSS also has the responsibility for final recommendations to the Commission whether to 
approve final safety certification verification reports, prior to the initiation of service on new 
railway projects or extensions.  

                                            
2 Currently, there are 11 such RTAs: Bay Area Rapid Transit District (BART), Los Angeles County Metropolitan 
Transportation Authority (LACMTA), San Francisco Municipal Railway (Muni), Santa Clara Valley Transportation 
Authority (SCVTA), Sacramento Regional Transit District (SRTD), San Diego Trolley, Inc. (SDTI), North County 
Transit District (NCTD) SPRINTER rail line, Angel's Flight Railway Foundation (a funicular system in downtown Los 
Angeles), Port of Los Angeles Waterfront Red Car Line, San Francisco International Airport San Francisco Intermodal 
AirTrain System, and Farmer’s Market Trolley, located in North Hollywood. 
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Rail Crossings Engineering Section (RCES).  RCES provides safety oversight for the 
approximately 9,000 public crossings and 4,000 private crossings in the state, which includes 
the authority to determine crossing design, location, terms of installation, operation, 
maintenance, and warning devices.  RCES crossings-related responsibilities include:  

• Performing safety inspections of crossings 

• Preparing recommendations to enhance safety at specific crossings  

• Reviewing and processing applications for Commission authority to construct new or to alter 
existing crossings 

• Reviewing and responding to public complaints (e.g., rough or unsafe crossings, noise 
issues) 

• Developing Commission policies to enhance safety of all crossings in the state 

• Investigating collisions involving trains at at-grade railroad crossings, and implementing 
corrective actions 

• Reviewing environmental impact documents for potential project-related effects on the 
safety of crossings in or near the project area 

• Participating in state and national committees that recommend rule changes to improve 
crossing safety 

• Analyzing new crossing safety technology 

• Performing field reviews of crossings to update the crossing inventory database 

• Administering and maintaining the Commission’s Rail Crossing Inventory Database and the 
Commission’s Rail Accidents Database 

• Administering the Rail Transit and Crossings Branch’s Filings Database 

Other RCES responsibilities include:  

• Participating in the Section 130 program, in which RCES identifies and evaluates public 
crossings that are candidates for federal funding to eliminate hazards at crossings, and 
submits detailed engineering recommendations to Caltrans, which then issues service 
contracts to railroads and local roadway agencies to implement the improvements. 

• Administering the Section 190 program, which evaluates crossings nominated by local 
roadway agencies and prioritizes those crossings to establish a ranking of those most in 
need of grade separation.  Ranked projects are then eligible for funds, allocated by Caltrans, 
to establish grade separations to replace the at-grade crossing. 

• Evaluating all notices of the establishment or continuation of Quiet Zones, and providing 
written comments within 60 days.  Quiet Zones are areas meeting certain criteria, 
designated by local governments, in which locomotives are not required to sound their horns 
on approaching crossings.  The evaluation requires research and verification of data 
submitted under the rule, and the processing of applications to the Commission for authority 
to alter the warning devices at such crossings. 

3.1.4  CPUC Rail Safety Databases 
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CPUC rail safety units have significant data storage and manipulation needs.  Railway data 
used by CPUC are stored in several databases, using several types of information systems.   

Three separate databases are maintained by RCES in Microsoft (MS) Access (Figure 3):  

 

Figure 3 - CPUC Rail Safety Databases 

Crossing Inventory Database (RRX-CA).  The RRX-CA database holds all CPUC data on 
existing and closed rail crossings in the state.  As of December 2007, this included records for 
12,230 crossings.  Few of the roughly 4,000 private crossings in the state are currently included 
in this database although they are within CPUC jurisdiction.  Crossings are routinely inspected 
by CPUC staff, who validate and update crossing data in the RRX-CA database.  In conjunction 
with the RR-ACC database (see below), this information is used to identify unsafe crossings and 
trends in crossing safety, which then become the focus of RCES safety engineering evaluations.   

RCES has the responsibility to ensure that the RRX-CA database information is consistent with 
the FRA rail and transit crossing database.  This is done manually by RCES staff.  Railroads 
operating under the jurisdiction of the FRA are required to report inventory data and changes to 
highway-rail crossings to the FRA directly.  However, the data in the FRA database is often in 
error or outdated. 

There is some limited functionality to link external files with crossings in the database.  Files 
include photos and sketches of crossings, as well as other documents such as the scanned 
historical crossing inventory form.  There are also links to data stored outside the CPUC, such 
as maps and FRA crossing inventory and incident reports. 

Rail Accidents Database (RR-ACC).  The RR-ACC database stores all information about heavy 
rail and light rail accidents, including all rail crossings accidents collected by CPUC units.  
Accident notifications are initiated through two primary channels: (1) for heavy rail accidents, 
receipt of a fax in the CPUC’s San Francisco office from the State Office of Emergency Services 
(OES); and (2)  for light rail transit incidents, receipt of notification to the assigned CPUC transit 
agency representative.  This information is entered into the RR-ACC database and distributed 
by email to appropriate personnel for investigation.  The RR-ACC database includes links to 
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accident investigation reports written by ROSB and RCES staff in MS Word, which are scanned 
into electronic files on a separate server.  These reports also are kept in hard copy.  The RR-
ACC database is also used to track the assignment of investigations to individual staff 
members. Links to rail transit accident investigation reports are not put into the database.  The 
Accidents database performs unpredictably with any more than one user at a time, requiring 
staff to schedule the times when they may access it.   

Rail Transit and Crossings Branch Case Tracking Database (RTCB Filings).  The RTCB Filings 
database contains information about RTCB formal and informal cases, including formal 
applications, informal complaints, time extension requests, GO 88 filings (see below), General 
Order waivers, and other special projects.  This database is essentially a tracking database, and 
does not house documents or much specificity regarding the item. 

File Server Data Storage: RTSS has been allocated space on a Commission file server which 
stores electronic copies of approved System Safety Program Plans, completed audit and 
inspection checklists, relevant Commission Resolutions, letters of approval of system safety 
program plans and system security plans, and accident investigation reports, including originals 
and revisions.   

Hardcopy data storage. In some cases, data is stored in hard copy form, and is not linked to the 
three CPUC databases described above.  This includes triennial audits of rail transit agencies, 
internal safety audits of rail transit agencies, activity reports, periodic inspection reports, and 
focused inspection reports.  The GO 88 applications process for new crossings and 
modifications to existing crossings also is completely manual, i.e., typed in by staff with no 
automation. 

In addition to these CPUC databases, staff also utilize the following external databases:   

Railroad Inspecting System for Personal Computers (RISPC).  RISPC is a FRA-maintained 
application which is used by ROSB.  ROSB inspectors are issued FRA laptops which include 
the required software and provide access to RISPC.  The ROSB inspector logon, depending on 
discipline, determines the type of federal defects and violations they can enforce and 
subsequently report.  The inspectors and the FRA use information available on FRA’s public 
website and their personal experience to identify areas for focused inspections.  Once a focused 
inspection is initiated, a Summary Report is developed using Microsoft Excel and Microsoft 
Word.  The Summary Report often contains photos and copies of records.  After the federal 
violations are entered into the RISPC database, the information is saved to a PDF document 
and a printout is delivered to the railroad.   

Federal Railroad Administration Crossing Inventory Database: The FRA has developed and 
maintained a crossing inventory database.  It has acknowledged, however, that State data is 
often more reliable.  FRA relies on voluntary data submissions and updates and has requested 
that states help maintain its highway-rail crossing inventory database through routine 
reconciliation between State and the FRA databases.  Due to data integrity issues, FRA will only 
accept data updates from railroads or State agencies with rail crossing jurisdiction.  Railroads 
report inventory updates directly to the FRA.  Local roadway agencies report updates to 
roadway data portions of the inventory by reporting changes to RCES.  RCES staff then 
investigates the reasonableness and accuracy of the report, which may involve a site visit, and 
then make changes to the CPUC databases.  After the data is confirmed, the updates are 
forwarded to the FRA for inclusion in their database.  Currently these updates are 
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communicated through a hardcopy FRA crossing inventory form with updates marked in red pen 
by RCES.  FRA databases are maintained by an FRA contractor.   

Table 1 provides a general overview of the type of information stored within each of the three 
current Access databases:   

DATABASE NAME DATA 

Crossing Inventory Database  -            
RRX-CA 

 
Crossing Inventory Data (includes all 

physical attributes of the crossing) 
Crossing Warning Device Data 

Formal Applications 
General Order 88 Requests for Authorization 

to Modify Crossing  
Incident Data (light rail and railroad)  

Crossing Inspection Information 
Links to crossing photos 

 

Railroad Accidents Database -             
RR-ACC 

Railroad Accident Information  
Rail Transit Accident Information  

Railroad Investigation Narrative Reports  
Links to electronic file copies of ROSB and 

RCES investigation reports  
Assigned ROSB Staff  
Assigned RCES Staff  

RTCB Filings Database 

Formal Proceedings (Applications, 
Rulemakings, Complaints, etc)  
General Order 88-B Requests  

Informal Complaints  
Time Extension Requests  

General Order Waiver Requests  
Other Special Projects 

Table 1 - CPUC Rail Safety Databases 

3.2  Business Problem 

3.2.1 Database Problems 

RRX-CA, RR-ACC, and RTCB Filings, the internal CPUC databases discussed above, no 
longer meet the needs of CPUC’s rail safety units.  The databases are inefficient, difficult to use, 
and increase the Commission’s operating costs.  Due to inadequacies in the databases, the 
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CPUC is unable to adequately identify and target areas of unsafe practices by railroad 
operators, and has difficulty in detecting trends in accidents and rule violations.  Staff resources 
that should be devoted to the Commission’s core safety functions are wasted on dealing with 
database problems.  About 50% of the efforts of two Public Utilities Regulatory Analyst (PURA) 
staffers are required to enter and update data into the databases. In addition, a utility engineer 
currently devotes about 30% of his time to system maintenance.  If a more efficient system, 
supported by the Commission’s Information Management Services Division (IMSD) is adopted 
by CPUC, almost all of these efforts would be obviated and staff could be reassigned to their 
core safety-related tasks.  The deficiencies of the three databases are discussed below under 
the following categories: 

• Non-Integrated Databases  

• Inefficient Remote Networking  

• Functionally Inadequate Database  

• Outdated Operating Environment  

• Inconsistency with IMSD Support Strategy  

3.2.1.1 Non-Integrated Databases 

• The CPUC rail safety units do not have a central data repository.  Rather, the three main 
electronic databases are maintained separately and are not interconnected to each other.  
Because of this lack of interconnection, Commission staff experience great difficulty in 
associating data in one system with related data in the other systems.  The result is an 
inability on the part of CPUC to track both individual railway problems and statewide trends. 

• Because the databases do not interface, identical data often must be entered independently 
into more than one database. This redundant data entry significantly increases staff 
workload, and multiplies the opportunities for entry errors.  For example, it can be difficult to 
reliably determine how many incidents are associated with a given railroad crossing 
because the incident data resides in two independent databases (RRX-CA and RR-ACC) 
with different primary users. 

• The databases used by CPUC rail safety units are considered “rogue” databases by IMSD 
because they have been created independently by staff in the rail programs and are 
unsupported by IMSD.  They are poorly documented or not documented at all, and not 
backed up regularly.  If they fail, they are difficult to troubleshoot and repair, especially since 
repair is the responsibility of RCES staff, who have technical proficiency with MS Access, 
but only limited knowledge of the systems’ design, coding and foundation. 

• The data that is captured in these multiple applications is structured differently in each 
application and recorded at different levels of detail.  For example, information about RTAs 
is collected and recorded inconsistently by different CPUC units, which makes it difficult to 
exercise consistent management of safety oversight program requirements. 

• Measures taken to significantly improve the response time of the database have necessarily 
resulted in some lack of synchronization between data in different offices.  To improve the 
speed of the RRX-CA database, replicated copies of the Microsoft Access file are stored on 
local file servers at each CPUC office. However, this requires the database files at each 
location to be routinely synchronized, a manual process which can only be carried out 
periodically by RCES.  Maintaining separate database copies at each office can result in 
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duplicate or conflicting database entries by staff working with disconnected sets of data, 
particularly if that data is not regularly synchronized. 

• As well as the non-integrated three MS Access databases, CPUC units maintain other files 
that also are not integrated.  Some records are maintained electronically in Word files, Excel 
spreadsheets, PDF files, or other electronic formats, while other records, such as complaint 
investigations, are kept as physical hard copies.  Some electronic files, and all hard copy 
files, are kept at particular regional locations, and are not readily accessible by staff at other 
locations.  Problems with manual entries and hard copy files are discussed under 
“Functionally Inadequate Databases,” below. 

3.2.1.2 Inefficient Remote Networking 

The three rail management databases are written in Microsoft Access 2003 (both front-ends and 
back-ends).  This has several weaknesses.  When Microsoft Access data is shared over a wide-
area network, as is the case with the CPUC databases, the network must constantly download 
the entire table of data rather than just the data requested, which is usually a subset of the 
entire table.  The result is extremely slow and inefficient data retrieval and display.  To deal with 
this problem, CPUC has in some cases resorted to only allowing one user at a time to have 
read-write access to the database, which greatly reduces the amount of work that can be 
performed at any one time by those staff dependant on database access.  Various other 
inefficiencies have resulted.  For example, to avoid delay in accessing files, much of the 
information in the Accident Database is redundantly stored as scanned files and Excel 
spreadsheets for use by individual staffers.  The files of all the databases are only accessible on 
the CPUC intranet, not the Internet, and users must be connected to the CPUC mainframe. 
Dial-up or Virtual Private Networking (VPN) access to the CPUC intranet is sometimes 
attempted by remote users, but is time-consuming, and often the connection to the system is 
lost before a database record modification can be committed. 

3.2.1.3 Functionally Inadequate Databases 

Apart from the problems discussed above, stemming from lack of integration and inefficient 
networking, the rail safety databases have a variety of other functional problems.  Many of the 
issues could be addressed through modifications to the existing Access databases.  However, 
since the databases have little documentation, changing one aspect of the database may result 
in other unanticipated consequences.  Due to the inevitable evolution of policy and data needs, 
design changes must be made.  The result of such changes can be difficult to predict, and 
problems must often be resolved through trial and error. 

• The database formats are slow and offer little flexibility in display, query, or reporting 
functions.  Data extraction is onerous and time consuming, significantly reducing the value 
of that data.  Data entry can be slow and tedious. 

•  Software and system malfunctions create serious problems.  At times, staff cannot log on to 
the databases at all.  Other problems include: 

-  Connections to the databases are terminated without warning and staff has to log back 
in. 

-  The databases may not permit access to particular records. 

-  The databases may refuse to generate electronic reports. 
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- The databases may not record inputted data, or record it in incomplete or corrupted 
form.  In some cases this requires a backup copy of the database to be restored, and the 
data is lost which had been entered since the previous backup.  Windows security 
settings must be configured to allow all database users to be able to modify the MS 
Access file, but this can lead to accidental deletion, corruption or other unintentional 
modification of the database file. 

- Users receive error messages stating that they do not have security rights to access the 
database.  In MS Access a number of local configuration settings must be set properly to 
utilize the database.  Since the IMSD currently does not support the Access databases, 
it is not possible to remotely configure these settings.  Occasionally the MS Access 
security settings may be accidentally reset for a variety of reasons.  This may lead to 
downtime for that user until staff familiar with the database can reconfigure that PC at 
that office. 

• Crossing inventory data in particular is incomplete, out-of-date, and, in some cases 
inaccurate.  For example, railroad company crossing inventory data often do not match the 
crossing inventory data held by the Commission.  Crossing-related accident data also are 
problematic.  The Accidents database and Crossing and Filings databases do not interface 
with FRA databases.   

• Many database-related tasks are performed manually and some records are kept in 
hardcopy form, increasing the time inspectors and other staff must devote to data collection, 
and making it difficult to access and review files.   

-  The databases do not include provisions for the collection of crossing/trespassing 
incident investigation data.   Therefore, this data must be captured in hard copy files 
which are difficult to search, update, and use to analyze accident and violation trends 
and to create summary reports.  

- Complaint information is kept in hard copy files at multiple locations, making it difficult for 
staff to review, track, and analyze complaints, investigations, and resolutions.  Similarly, 
lack of access to these files makes it difficult to standardize investigation and resolution 
methods.   

- Crossing/trespassing incident investigation information is collected in hard copy files, 
with at best limited ability to attach photos of crossings, accidents, and other relevant 
information.  

- Reconciliation of CPUC and FRA data, and of discrepancies between RTA crossings 
data and CPUC crossings data, are performed manually, which is very labor intensive 
and time consuming. 

- The recordation of formal proceedings (e.g., applications for new or modified rail 
crossings) is completely manual and tremendously time-consuming.   

- Due to the complications involved in providing rail staff with ability to use the databases, 
nearly all non-RCES entries to the databases must be made by Public Utility Regulatory 
Analysts using notes from assigned staff members (often field personnel), rather than by 
those staff members directly.  This duplicates effort and creates a greater potential for 
errors. 
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• The databases lack necessary capabilities to assist management and staff in meeting 
deadlines. 

- Because the current databases do not offer the ability to track milestones, important 
deadlines are sometimes missed or neglected, including deadlines tied to application 
submittals, complaints, inspections, record reviews, corrective action plans, and 
comments.  For example, periodic revaluation is required to re-validate quiet zones.  
However, the databases cannot flag re-evaluation dates, nor trigger and schedule RCES 
staff to conduct re-evaluations.   

- Managers cannot track the progress of safety oversight work with the current databases.  
Because staff resources are tracked inefficiently, there are cases of multiple inspections 
being performed by staff members trained in various inspection disciplines at the same 
inspection points within a short period of time.  

- There is no mechanism to capture accident trend data, recommendations, and corrective 
actions resulting from the analysis of information related to railroad safety inspections, 
railroad accident reports, and complaints.  These data are essential to detect accident 
trends and to efficiently direct staff resources towards specific types of incidents and 
geographic locations.  Similarly, because the analysis of safety data is laborious and 
often deferred, the ability the ability of management to focus staff resources is reduced. 

• There is no knowledge base available to guide staff in interpreting and applying regulations 
consistently and efficiently. Critical institutional history and knowledge is in danger of being 
lost due to staff retirements. 

• The databases do not have Geographic Information System (GIS) capabilities to map or plot 
incident and accident locations in proximity to each other or over time, reducing staff ability 
to analyze data and to present results using graphical representations. 

• The databases offer limited ability to attach photos and files associated with a given 
crossing, or with accidents.  

3.2.1.4 Outdated Operating Environment 

The database applications are quickly approaching the end of their useful life.  In the near 
future, Microsoft will no longer provide support or upgrades for MS Access.  Figure 4 shows the 
current applications approaching the end of their standard cost model, known in the industry as 
the “bath tub effect” of software maintenance costs.  Costs of maintaining older applications 
increase significantly at the end of their life cycle, as failures become more frequent and 
upgrades are difficult and more costly.   
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Figure 4 - Industry Standard Software Maintenance Cost Model 

3.2.1.5 Inconsistency with IMSD Support Strategy 

The Commission’s IMSD has not assisted with the ongoing maintenance and support of 
Microsoft Access databases.  The Commission has chosen Oracle as their standard database 
rather than Microsoft Access, and is therefore providing no support for development, trouble-
shooting, or maintenance for databases and software developed using non-standard tools.  
Thus, ROSB, RTSS and RCES must provide their own means of support for their mission-
critical applications.  This support has been very limited because of resource constraints. 

In addition, these databases are not consistent with CPUC information technology policy, which 
requires Chief Information Officer approval before establishing, initiating, or requiring application 
or database development.   

3.2.1.6  Additional Database Problems 

Additional CPUC unit-specific database problems are listed below:  

ROSB 

• There is no capability to capture the information Railroad Crew members are asked to report 
when they observe unsafe motorists at railroad crossings.   This information assists with 
Officer-on-the-Train programs, Grade Crossing Collision Investigations, and Emergency 
Responder Classes, which are given to law enforcement agencies throughout the state. 

• There is no electronic capability for ROSB Inspectors to track their participation in the 
California Operation Lifesaver, Inc. outreach efforts.  All information, including when 
presentations are given, the date, time, number of people attending, place, etc., is tracked 
manually on the Weekly Activity Report (WAR) for summarization in annual report to the 
legislature. 

• In the field, personnel enter data related to inspections and investigations onto paper-based 
forms.  The ability to enter data directly into handheld or laptop computers while in the field 
would greatly reduce the time spent in performing this task, and enhance management’s 
ability to oversee the programs. 
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RTSS 

• RTA accident, ridership, and mileage information, as mandated by CPUC General Order 
164-D and Title 49 CFR Part 659, is stored in multiple electronic formats (e.g., PDF and 
Microsoft Word) and has to be scanned and stored.     

RCES 

• An electronic tracking and document data collection and storage system has not been 
implemented for the environmental review program, which reviews California Environmental 
Quality Act documents submitted to the State Clearinghouse.   

• Section 130 Project tracking using multiple databases is ineffective, time consuming, and 
often results in conflicting data and late reporting as mandated by GO 88-B filings.  Tracking 
Section 130 projects in Microsoft Excel spreadsheets is a tedious and time consuming 
process that allows immediate tracking of projects but does not link to the crossing inventory 
database.  This requires additional data entry to add the Section 130 project data to the 
crossing inventory data, which is beneficial, but has not been consistently done.  

• The current RCES GO 88 application process is manual and time consuming. Follow up by 
CPUC staff is not always done within acceptable time limits for GO 88-B filings and Form Gs 
associated with Section 130 projects, and the existing crossings inventory database is 
limited in functionality for the current and growing needs of the data storage and 
manipulation required by the Section 130 crossing identification and analysis processes. 

• Not all the appropriate/necessary fields used in the formula that determines project priority 
for the Section 190 Grade Separation program are included on the inventory data in RRX-
CA, resulting in inaccurate prioritization.  The mailing lists for the Section 190 program are 
maintained in a Microsoft Word document. 

3.2.2 Impact of Federal Mandates and State Legislation 

The workload of CPUC’s rail safety units is driven by federal mandates, state regulations and 
Commission General Orders.  At both the state and federal levels, legislators have realized that 
small investments in rail safety are repaid many times over through the prevention of rail 
accidents that otherwise would occur.  The trend has been toward legislation increasing 
measures to make rail transport safer for all parties.  As the agency that oversees 
implementation of federal and state rail safety legislation, the CPUC must accommodate 
legislative changes.   At the state level, recent legislation that has increased the responsibilities 
of the CPUC rail safety programs includes: 

• AB 158 created the Special Railroad Safety Task Force to study certain railroad safety 
issues and make recommendations for improving railroad safety.  A large number of the 
recommendations put forth by the Task Force will add to inspector responsibilities.  

• AB 1935 increased the frequency of railroad yard inspections and increased the penalties 
for railroad safety violations. 

• AB 3023 requires railroad operators to conduct a risk assessment of their facilities and 
implement an infrastructure protection program.  This bill gave ROSB the new responsibility 
of reviewing the risk assessments conducted by the operators.  

Changes to the Code of Federal Regulations (49 CFR Parts 217 and 218), which become 
effective in April 2008, expand federal oversight and state responsibilities and will require, 
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among other things, that CPUC inspectors perform more follow-up inspections and write 
additional reports.  Other pending federal legislation would do the following: 
 
• Require that railroad companies regularly update the FRA's National Crossing Inventory, a 

database that tracks the condition of warning devices at crossings and their and 
maintenance records.   

• Create a toll-free number to report grade-crossing problems, such as damaged lights or 
gates, overgrown vegetation blocking sight or warning-device malfunction.   

• Establish more uniform regulations for removing brush and other vegetation from obstructing 
the view of pedestrians and motorists 

• Administer grants for projects related to railroad safety, including improving the safety of at-
grade rail crossings.   

• Complete studies and reports regarding railroad safety and technology.   

• Mandate requirements for railroads to comply with hours of service restrictions, certification 
requirements, safety procedures, and reporting requirements.   

• Establish and enforce regulations regarding safety and certification requirements.   

• Review and approve plans submitted by railroad operators.   

• Create model legislation for states regarding the safety of grade crossings and the 
prevention of vandalism to railroad safety measures.    

• Increase the number of track inspectors. 

While this legislation may not pass exactly as it is currently written, additional rail safety 
measures and, therefore, increased responsibility for the CPUC, appear to be guaranteed.   

RCES has been taking additional responsibilities for assisting the FRA in maintaining the federal 
rail crossings database. This process helps ensure the accuracy of the RCES database.  
Processing more frequent update reports to the FRA will further add to the RCES workload. 

3.2.2.1 FTA audit 

Some of the problems described above were highlighted in audits conducted by the FTA.  FTA 
regulations (49 CFR Part 659) mandate that each designated state safety oversight agency be 
audited periodically.  FTA issued audit findings of the State Safety Oversight (SSO) Program, 
run by RTSS, in March 1999 and April 2007. While the audits were directed primarily at RTSS, 
the same issues apply to all of the CPUC rail safety programs.   

In these audits, the FTA Audit Team experienced significant difficulties in establishing the 
effectiveness of CPUC oversight of individual agencies because of a lack of consistent record-
keeping practices.  Interviews and conversations with CPUC personnel indicate an 
organizational desire to reduce the paperwork burden and focus on key safety issues.  
However, it was difficult to establish a chronology of oversight activities because files were not 
organized.  In addition, key records, such as copies of correspondence between the RTSS 
Representatives and the rail transit agencies were not available. 

CPUC Procedure RTSS-1 provides “a standard set of instructions for members of the RTSS to 
follow when performing safety activities on a day-to-day basis.”  This procedure puts the primary 
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responsibility for record-keeping on the individual RTSS Representatives.  It also assigns the 
Manager of RTSS “Overall responsibility for the preparation and use of this procedure.”  
Effective oversight requires that activities are documented, tracked, and analyzed for 
effectiveness.  Without proper record-keeping, effective oversight is not possible.  

The FTA found that CPUC tracking matrices and tools are not consistent among the RTA 
representatives, are decentralized and do not lend themselves to consistent management of 
Rail Safety Program requirements.   This has led to inconsistencies in the notification of 
accidents, the development of corrective action plans, and the requirements for CPUC to 
formally approve specific program documents and reports.  Corrective action plans are not 
tracked through a centralized process and depend on the diligence and availability of the 
individual representatives.  Failure to follow up on corrective actions reduces the ability of the 
Commission to prevent future accidents.  In addition, under 49 CFR 659.7, FTA can withhold up 
to five percent of the funds distributed to a state by that agency if, in the previous fiscal year, 
that state has not met certain requirements, including undertaking actions to correct deficiencies 
identified in FTA audits, and the FTA Administrator determines that the state is not making 
adequate efforts to comply.   

In the 2007 audit, the FTA concluded the following:  

CPUC is in the early stages of developing a management information system (MIS) to 
manage and track information for the SSO program.  FTA believes that this MIS is critical to 
CPUC’s oversight mission.  Currently, CPUC tracking matrices and tools are not consistent 
amongst the RTA representatives, are decentralized and do not lend themselves to 
consistent management of the SSO Program requirements. The proposed MIS offers the 
capability to increase CPUC consistency in the application of its SSO Program, specifically, 
enabling CPUC management to generate reports and to track the status of corrective 
actions and other RTA activities much more effectively and comprehensively [emphasis in 
the original].3 

3.3 Business Objectives 

3.3.1 Management Information System Requirements 

CPUC rail safety units require the development and implementation of a new Management 
Information System (MIS) that will integrate the entry, analysis, retrieval, and reporting of 
information related to the safety of the state’s rail systems.    Specific objectives are listed 
below. 

3.3.1.1 Improve Rail Transit Safety and Security 

The FTA audit concluded that a MIS to manage and track information for the State Safety 
Oversight program is critical to CPUC’s oversight mission and that the System Safety Program 
Plan and System Security Plan review and approval process would benefit significantly.  The 
                                            
3 FTA also made several positive conclusions regarding the Commission’s performance.  For example, the audit 
stated that “It is also important for CPUC leadership to understand that FTA is very impressed with the quality of 
CPUC’s staff, the level of commitment to safety and security exhibited during interviews and evidenced in document 
review and, finally, in the efforts of CPUC and rail transit agency staff alike to ensure the safety and security of the 
riding public in the State of California.”  Federal Transit Administration, Office of Safety and Security Final Audit 
Report, State Safety Oversight Audit of the California Public Utilities Commission, Conducted by FTA’s Office of 
Safety and Security, March 19-22, 2007, April 9, 2007. 
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FTA also recommended that CPUC organize and, to the extent possible, centralize its key 
oversight records.  An MIS offers the capability to increase CPUC consistency in the application 
of its transit safety program, enabling CPUC management to generate reports and to track the 
status of corrective actions and other RTA activities much more effectively and 
comprehensively.  

3.3.1.2 Create an Automation Environment that Enhances Service and Efficiency 

The CPUC needs to reduce the amount of manual paperwork required of individual rail safety 
representatives, while meeting requirements for complete and accurate record-keeping.  To 
accomplish this, key regulatory functions must be streamlined and supported by currently 
available technologies.  The MIS would give CPUC a tool for centralizing information and 
analyzing oversight activities.  Specific objectives include:  

• Provide a data repository that consolidates data from ROSB, RCES, and RTSS to reduce 
redundant data entry and storage. 

• The system must eliminate, where possible, and minimize otherwise, the need for redundant 
data entry. 

• Provide a consolidated data repository that supports analysis of trends, including trends 
across disciplines. 

• Eliminate or minimize the time spent comparing and reconciling databases. 

• Once consolidated, develop new queries and reports for users to see the complete picture 
of a crossing or multiple crossing within an area, along with all the history for that location. 

• Represent data in a way that allows queries by category as well as by specifics. 

• Provide an automation system that simultaneously supports all users, statewide. 

• Provide a mechanism by which rail safety is not compromised by failures of the automation 
system. 

• Provide an automated storage mechanism for data presently stored as paper.  Some of the 
documents would include activity reports, focused inspection reports, internal safety audits 
of rail transit agencies, periodic inspection reports, and triennial audits of rail transit 
agencies. 

• Streamline the application process. 

• Provide mechanisms that prompt for the timely accomplishment of time-sensitive activities. 

• Coordinate inspections so that inspections occur as required, while minimizing the instance 
of multiple inspections at a common point and time. 

• Make complaint information readily available to staff statewide as needed. 

• Create a knowledge base for regulatory interpretive precedents, e.g., settlement 
agreements, MOUs, Commission decisions. 

• Record complaint resolution information in a format that permits staff to study, improves, and 
standardizes resolution methods. 

3.3.1.3 Manage Increasing Workload 
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Presently, the inspectors and other staff of ROSB, RTSS, and RCES are unable to meet the 
demands of the CPUC rail safety program.  While CPUC is planning to hire additional staff, they 
must work more efficiently to accommodate the increasing demands of rail safety legislation.  
Some areas where increased efficiency will be critical are:   

• Determining whether the railroad companies are keeping the FRA’s National Crossing 
Inventory data current.   

• Tracking functional and/or maintenance problems at at-grade crossings 

• Cohesive data representation that will allow safety issues to be studied and valid 
conclusions drawn.   

• Tracking compliance of railroad operators with safety requirements.   

• Tracking safety violations.   

3.4 Business Functional Requirements 

Tables 2 and 3 show system and functional requirements for the rail safety MIS: 

System Requirements 

C/F - Current Function 

Y – Yes 

N - No 

P - Partial 

No. System Requirements Priority Functional 
Areas 

C/ 
F 

1 
The system must be able to operate on existing 
platforms and be fully compatible with existing 
network architecture. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

2 
The system must be scalable and flexible 
enough to accommodate business rule 
changes and increased usage over time. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

3 
The system must include automated, 
customizable workflow capabilities (including 
on-line routing), escalation and approvals. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

4 The system must provide flexible workflow 
rules that allow changes to be made by 

Mandatory ROSB, 
RTSS, 

N 
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authorized users. RCES 

5 The system must offer the ability to navigate 
screens easily. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

6 The system must be easy to maintain and 
upgrade. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

7 The system must be easy to configure and 
customize. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

8 The system must provide data updates in real-
time.   Mandatory 

ROSB, 
RTSS, 
RCES 

N 

9 The system must be simple and intuitive to 
users. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

10 The system must provide on-line help 
documentation that is indexed and searchable. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

11 The system must provide on-line help at the 
module, screen, and field levels. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

12 The system must provide free-form text entry 
fields, notes, etc. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

13 
The system must provide automatic notification 
(internal and external) based on the status of a 
workflow item, event or date. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

14 The system should be capable of notifying 
users in a particular workflow to handle non-

Mandatory ROSB, 
RTSS, 

N 
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automated activities. RCES 

15 The system should provide an automated 
method to retrieve archived data. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

16 The system should provide the ability to export 
data to all other interfaced applications. Mandatory 

ROSB, 
RTSS, 
RCES 

N 

17 The system must be able to track who is 
logged into the system and their activities. Mandatory 

ROSB, 
RTSS, 
RCES 

P 

18 
The system must allow user access to be 
defined based on work role and access 
privileges. 

Mandatory 
ROSB, 
RTSS, 
RCES 

P 

19 
The system must provide comprehensive 
security features that restrict user access to 
defined workflow responsibilities. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

20 
The system must be able to determine where a 
workflow item is in the process and what action 
must be taken. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

21 

The system must be able to export data to 
other productivity suites, for example Microsoft 
Office, to enable analysis and/or presentation 
data in various formats. 

Mandatory 
ROSB, 
RTSS, 
RCES 

P 

Table 2- System Requirements 

Functional Requirements 

C/F - Current Function 

Y – Yes 

N - No 

P - Partial 
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No. Functional Requirements Priority Functional 
Areas 

C 
F 

22 
Provide the ability to capture GO and 
enforcement information on site (similar to the 
ability of FRA RISPC). 

Mandatory ROSB N 

23 

Provide the ability to select standard codes and 
values from drop down text to ensure 
standardized, accurate, and consistent 
information capture. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

24 Provide the ability to easily document and print 
violations on site. Mandatory ROSB P 

25 Provide the ability to update violations 
information remotely.   Mandatory ROSB N 

26 
Provide the ability to attach multiple photos and 
attachments associated with a crossing, 
violation, or accident as necessary. 

Mandatory ROSB P 

27 

Provide the ability to monitor track segments to 
ensure that completed track segments are 
evaluated to meet state-mandated 
requirements. 

Mandatory ROSB N 

28 
Provide the ability to capture information 
required to effectively investigate, monitor, 
analyze and produce reports about accidents. 

Mandatory 
ROSB, 
RTSS, 
RCES 

P 

29 

Provide the ability to capture all complaint and 
resolution information, including the ability to 
publish complaints, complaint status, and 
resolution letters on the Web for interested 
parties to view.   

Mandatory 
ROSB, 
RTSS, 
RCES 

P 

30 Provide the ability to capture and utilize 
accident trend information, produce accident 
trend analysis reports and report resulting 

Mandatory 
ROSB, 
RTSS, 
RCES 

P 
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actions and information  

31 
Provide the capability to capture, analyze, and 
report on information related to all identified 
locations where unsafe motorists are observed.  

Mandatory ROSB P 

32 

Provide the capability to capture, analyze and 
report on information related to all staff 
activities involving Operation Lifesaver’s 
outreach efforts. 

Mandatory 
ROSB, 
RTSS, 
RCES 

Y 

33 
Provide GIS functionality within the new system 
and ensure mapping and correlation of all 
track, rail crossing, and corridor information. 

Mandatory 
ROSB, 
RTSS, 
RCES 

N 

34 

Provide the capability for CPUC to increase its 
consistency in the application of its SSO 
Program, in particular, enabling CPUC 
management to report and track the status of 
corrective action and other RTA activities more 
effectively, efficiently and comprehensively.   

Mandatory RTSS P 

35 

Provide the capability to have all documented 
correspondence and information shared 
between RTAs, captured, tracked, and 
available to any authorized RTSS 
representative regardless of the originating 
RTSS representative.   

Mandatory 
RTSS, 
ROSB, 
RCES 

P 

 36 

Provide the capability to prompt staff with daily, 
weekly, and monthly to-do list or reminders for 
information requests and/or follow-up of 
workload tasks that must be completed.  

Mandatory 

RTSS, 
ROSB, 

RCES 

N 

 37 

Provide the ability to support distributed use 
and remote access capability without 
performance shortfalls.  This information 
repository should be mandated as the sole 
information source for record-keeping and 
usage. 

Mandatory 
RTSS, 
ROSB, 
RCES 

N 

 38 Provide workflow scheduling functionality with 
date-driven parameters (5, 10, 20, 30, 40 days, 

Mandatory RCES, N 
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as examples) to automatically prompt 
staff/seniors/managers regarding appropriate 
follow-up activity following the receipt of 
necessary documents, and also provide 
reminders to ensure that follow-up with external 
public agencies is properly scheduled, tracked 
and completed. 

ROSB, 

RTSS 

 39 

Provide the capability for applicants to file 
applications online, with appropriate edits and 
validation via the web, including the ability to 
add attachments to each application. 

Mandatory RCES P 

 40 

Provide the ability to validate all information 
such that all critical information is accurate and 
fits predetermined criteria, and that standards 
are kept and enforced. 

Mandatory 
RCES, 
ROSB, 
RTSS 

P 

 41 Provide the ability to identify when a project is 
completed and Form G has not been received. Mandatory RCES P 

 42 

Provide the ability to identify the appropriate 
local roadway agency’s contact for each 
crossing, and the capability to generate letters 
and/or e-mails automatically requesting 
roadway traffic information updates and other 
critical information for Section 130 evaluations. 

Mandatory RCES P 

 43 

Provide the capability for end-to-end project 
management functionality, including tracking of 
all comments; all diagnostic forms, notes, 
sketches, correspondence; and contract 
copies, scheduling, and reporting information. 

Mandatory RCES, 
RTSS N 

 44 

Provide the ability for staff to increase the 
accuracy and integrity of the data analyses 
conducted to identify Section 130 project 
candidates.  Also, enhance capabilities to allow 
for queries and sorting of crossing data by any 
attribute or other characteristics. 

Mandatory RCES P 

 45 For the Section 190 program, provide the 
capability to include all information necessary 

Mandatory RCES, 
ROSB, P 
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to calculate the project priority in RRX-CA. RTSS 

 46 

For the Section 190 program, provide the ability 
to capture elements of project priority formula 
and produce a report showing the results of the 
calculations. 

Mandatory RCES P 

 47 

Provide the ability to maintain contact 
information and provide mail merging capability 
to produce appropriate correspondence to 
interested parties. 

Mandatory 

RCES, 
ROSB, 

RTSS 

P 

 48 

Provide the capability for the Commission and 
the railroad companies to access consistent 
crossing inventory information, facilitating 
exceptions verification and reducing the effort 
currently required. 

Mandatory RCES P 

 49 
Provide the ability to compare common 
information between the CPUC and FRA, and 
the capability to electronically update  

Mandatory RCES N 

 50 
Provide web-based capability to allow for 
timelier and more convenient user access, and 
updating capability for inventory information. 

Mandatory 

RCES, 
ROSB, 

RTSS 

P 

 51 

Provide the capability to attach documents of 
various formats to crossing information, 
allowing all historical information associated 
with a crossing to be digitized. 

Mandatory RCES  P 

 52 Provide the ability to integrate crossing 
inventory Information and accident information. Mandatory 

RCES, 
ROSB, 

RTSS 

N 

 53 

Develop a single consolidated database with 
the appropriate design to ensure that accurate, 
useful information is converted into a new 
system and made available to users. 

Mandatory 

RCES, 
ROSB, 

RTSS 

N 
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 54 

Provide the capability to collect and update 
crossing/trespassing information, including 
specific crossing information that contributes to 
the identification of patterns at crossings 
(turning direction, etc.) to help eliminate 
accidents. 

Mandatory 

RCES, 
ROSB, 

RTSS 

N 

 55 
Provide a multi-user, fully scalable application 
with geographic network bandwidth to facilitate 
user needs throughout the state. 

Mandatory 

RCES, 
ROSB, 

RTSS 

N 

 56 

Provide new queries and reports, allowing 
users to see the complete picture of a crossing 
or multiple crossings within an area along with 
all the history for each location. 

Mandatory RCES N 

  57 

Provide the ability to accurately convert all 
information into new system and make filing, 
accidents and crossing information available to 
users. 

Mandatory 

RCES, 
ROSB, 

RTSS 

 

N 

 58 

Provide the ability to identify the re-evaluation 
requirements of quiet zones based on 
established re-evaluation dates, and to inform 
staff to ensure follow-up and analysis as 
necessary. 

Mandatory RCES P 

 59 

Provide the ability to capture all complaint and 
resolution information, with the ability to publish 
complaints, their status, and resolution letters 
on the Web for interested parties to view. 

Mandatory 
RCES, 
ROSB, 
RTSS 

N 

 60 

Provide the ability to capture store, search, and 
retrieve complaint information by specific 
search criteria, including crossing(s), 
approximate radius, segment, etc., allowing for 
improved analysis of complaints. 

Mandatory RCES P 

61 Provide the ability to reference interpretative 
precedents, such as settlement agreements, 

Mandatory RCES, 
ROSB, 

N 
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MOUs, and Commission decisions that guide 
staff as they enforce regulations. 

RTSS 

 62 Provide integration capability between all 
databases. Mandatory 

RCES, 
ROSB, 
RTSS 

N 

63 Provide integration capability with possible 
future enterprise-wide CPUC GIS system Mandatory 

RCES, 
ROSB, 
RTSS 

N 

Table 3 - Functional Requirements 

4.0 Baseline Analysis 

This section provides an overview of the information systems infrastructure that currently 
supports the state’s rail safety program.   

4.1 Current Method 

4.1.1 Objectives of the Current Systems 

The objectives of the current systems are to provide repositories for data collection for the 
statewide railroad crossing inventories, railroad accidents, reports, filings and other CPUC data 
and paperwork.  In addition to providing capability to retrieve data as necessary for daily 
operations, analysis, reconciliation and report generation, CPUC staff need access and query 
capabilities for these repositories. 

4.1.2 Abilities of the Current System 

The abilities of the current systems are limited at best.  CPUC rail management data currently 
resides in three separate Microsoft Access databases with no data or functional integration 
capabilities.  This lack of integration results in redundant data entry with no cross system 
validation or verification of the data entered.  Correspondence and other information, like photos 
and reports, are kept in manual file folders located at three separate CPUC regional offices in 
San Francisco, Los Angeles, and Sacramento.  Additionally, the FRA Railroad Information 
System database cannot update any of the CPUC databases and vice versa, resulting in the 
need to manually update each database in order to keep their data current.  Important rail 
management information is also kept in Microsoft Excel spreadsheets, exacerbating the 
problems of redundant data entry, lack of data validation, and inaccurate data.  The access 
capabilities of these databases are limited to a single user at a time.  If more than one user tries 
to access the database files, serious performance degradation or system lockup occurs. 

4.1.3 Level of User and Technical Satisfaction 

CPUC Microsoft Access databases are housed on IMSD servers, but are not maintained by 
IMSD staff because of their incompatibility with IMSD’s technical support strategies.  Therefore, 
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non-IMSD staff provide technical support.  This is currently limited to adding tables, adding 
functionality to the databases, and troubleshooting the databases to the extent possible.  
Because each database was designed to meet the specific needs of each individual CPUC 
organization, it is very difficult for other CPUC units to use these databases.  As a result, there 
is a high level of dissatisfaction and frustration with the limited capability and functionality of the 
current system.   

4.1.4 Data Input 

Either a field engineer or an administrative staff member performs data entry.  The field 
engineer enters field-related data, or performs oversight of administrative staff performing that 
work. 

4.1.5 Data Characteristics 

The data schema and characteristics are not standardized.  For example, primary keys are not 
utilized in all tables, the databases contain inconsistent field, table and query naming 
conventions even within a given database, data constraints are not regularly specified, and 
many of the tables are not normalized.  This leads to duplicate, conflicting and simply mistaken 
data.  It also makes it difficult to modify the database without errors. 

4.1.6 Provisions for Security, Privacy, and Confidentiality 

The existing Microsoft Access databases do not provide a secure environment.  Potential 
problems include deletion or corruption of the entire database or particular records, either 
accidentally or intentionally by users who should not be able to perform such actions.  The 
entire database and associated database security file can be easily downloaded from the server 
by anybody in the file security groups that utilize the databases, which presents privacy and 
confidentiality concerns regarding data that may be provided to or prepared by CPUC.  The file 
security settings are applied to the folder where the Microsoft Access database file resides, and 
must in general provide full (read, write, delete) access to that folder to allow proper operation of 
the database.  These security settings are specified based on Active Server security groups, 
which are maintained by IMSD based on a list of users provided by rail staff.  Unfortunately, it is 
difficult to implement more restrictive security using MS Access as the database platform since 
Microsoft file security and Microsoft Access settings must be used, rather than server login 
features available with most modern database systems. 

4.1.7 Equipment Requirements 

Most of the Microsoft Access databases, Microsoft Excel spreadsheets, Microsoft Word 
documents, and PDF documents are housed on an IMSD central server.  Some linked files, web 
pages, and an associated web server are independently maintained by rail staff on a local 
workstation. 

4.1.8 Software Characteristics 

The software characteristics consist of Microsoft Access databases, Microsoft Excel, Microsoft 
Word, and Adobe PDF files.  There is a small in-house developed application which allows for 
location mapping through Internet-based mapping applications for longitude and latitude 
locations. 
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4.1.9 Internal and External Interfaces 

Since the Microsoft Access databases and spreadsheets are essentially stand-alone in nature, 
there are few internal interfaces.  The interfaces that do exist are based on the primary CPUC 
number key developed for the Crossing Inventory Database.  This allows the linking of the 
different tables of the database as well as photo sketches and historical documents. 

4.1.10 Personnel Requirements 

As described in Section 3.2.1, about 50% of the efforts of two PURA staffers are required to 
enter and update data into the databases, and a utility engineer currently devotes about 30% of 
his time to system maintenance.   

4.1.11 System Documentation 

There is currently some level of system documentation for the Microsoft Access databases, 
although it is limited in nature.  There is a definitions relationship document residing on the 
RRX-CA database.  

4.1.12 Failures of the Current System to Meet Objectives and Functional 
Requirements of an Acceptable Response to the Problem 

Apart from the material in this section, please refer to Section 3.2 for a discussion of problems 
with the current system, and to Sections 3.4 and 5.0 for a discussion of functional requirements. 

4.2 Technical Environment 

This section describes the technical environment affecting the systems and infrastructure of 
CPUC’s rail safety program.   It includes a description of the relevant units’ general technical 
environment, policies and procedures that must be considered, staffing requirements, policies 
and legal constraints, and technical resources and staffing. 

4.2.1 Expected Life of a Proposed Solution 

A proposed solution has not been identified (see Section 5.0).  However, some preliminary 
observations may be made.  The CPUC technical environment is built on a stable Oracle 
platform.   This reliable software is scalable, reusable, portable, upgradeable, and maintainable 
in the CPUC environment by experienced and trained CPUC staff.  This is crucial in the light of 
annual changing legislative requirements that necessitate system enhancements and/or 
modifications.   In addition, CPUC has access to the very stable and established platform of the 
FRA’s RISPC database, which provides a wide range of relevant state and federal railroad data, 
which the FRA maintains and upgrades.  Continued use of the Oracle platform and the FRA 
RISPC database would result in an expected life of at least fifteen years for a reasonably 
foreseeable solution to the MIS problems identified above. 

4.2.2 Interfaces to Other Systems 

CPUC rail safety units capture, store, and retrieve information using independent stand-alone 
databases.  The Crossings Inventory (RRX-CA), Railroad Accident (RR-ACC), and the RTCB 
Filings Databases are all Microsoft Access databases.  In addition, the ROSB uses the RISPC, 
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which is maintained by the FRA.  Some information, such as the tracking of GO 88-B requests 
and Section 190 program applications, is stored in Microsoft Excel spreadsheets.   Reports, 
photos, and informational papers are stored in Microsoft Word format on file servers.  There is 
limited interface capability between the databases and the photo sketch and historical 
documents repositories. 

4.2.3 State-level Information System Policies 

According to the State Administrative Manual (SAM) for Information Management Planning, 
each state agency is to identify opportunities to improve program operations through strategic 
uses of information technology.  Each agency also is to establish and maintain an information 
technology infrastructure that supports the accomplishment of agency business strategies, is 
responsive to agency information requirements, and provides a coherent architecture for agency 
information systems.  The current CPUC MIS system does not satisfy the basic information 
gathering and reporting needs of RTSS, RCES and ROSB staff, and does not allow CPUC to 
satisfy its obligation to maintain railroad crossing inventories data, railroad accident related data, 
railroad case tracking capabilities, data gathering, data retrieval and report generation. 

4.2.4 Financial Constraints 

There is currently no funding allocated for a solution to replace the current system.  As part of 
the Request for Information (RFI) process, cost data was collected on alternatives that would 
resolve the database problems described in this FSR (see Section 5.0).  

4.2.5 Legal and Public Policy Constraints 

As part of its mission, the CPUC must monitor the safety of transportation operations.  As the 
agency that oversees implementation of federal and state rail safety legislation, the CPUC must 
accommodate legislative changes at both the state and federal levels.  Recent legislation that 
increased the responsibilities of the CPUC rail safety program was discussed earlier (see 
Section 3.2.2).  Any solution selected to change the current database system would comply with 
the State Administrative Manual and State Information Management Manual (SIMM) 
requirements and policies. 

4.2.6 CPUC Information Management Practices and Procedures 

The CPUC Web site contains an email policy, an Internet policy, a telephone-use policy, and 
computer equipment policies that are available for employee review.  Vendors selected to work 
on this project will be asked to adhere to these policies.  Any solution selected would support 
the state’s direction for technology and comply with the Commission’s internal policies and 
procedures, as well as CPUC’s Strategic Plan.  

4.2.7 Anticipated Changes in Equipment, Software, or the Operating 
Environment 

Requirements for changes in equipment, software, and the operating environment are described 
in Sections 3.4 and 5.0.   

4.2.8 Availability of Personnel Resources 
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IMSD does not currently provide technical support to CPUC’s rail management applications.  
Support by IMSD is a prerequisite for any alternative solution to the present system.  In addition, 
the Commission would hire a Project Manager and programmer to implement a proposed 
solution. 

4.3 Existing Infrastructure 

4.3.1 Desktop Workstations 

Table 4 shows the typical new workstation configuration for staff at the CPUC. 

 

• Description 

• Pentium 4, 3.0 GHz 

• 1 GIG RAM 

• 80 G HD 

• DVD-ROM 

• CD R/W 

• 17” Flat Panel display 

Table 4 - Workstation Configuration 

4.3.2 Network Protocols 

There are a variety of standards employed in the network area due to the nature and complexity 
of data communications.  In most cases, no single vendor or product can provide all of the 
services needed to support a complex network.  The standards established at CPUC include 
Transmission Control Protocol/Internet Protocol (TCP/IP) as the standard transport protocol for 
network traffic both inside and outside of the CPUC.  The IMSD supports System Network 
Architecture (SNA) and TCP/IP data communications for TCP/IP connectivity to the Department 
of Technology Services (DTS) data center.  The Dynamic Host Configuration Protocol (DHCP) 
is used for TCP/IP addressing within the San Francisco office Local Area Network (LAN)-
connected workstations.  Workstations in Los Angeles and Sacramento utilize static IP 
addressing.  All CPUC servers are statically addressed. 

All cabling within the Sacramento and Los Angeles offices is Category 5, which is capable of 
100 Mbs transfer.  The cabling in the San Francisco office is a mixture of Categories 3, 4, and 5.  
Throughput speeds vary by need: 



  43

• Exchange Servers and a few selected servers are on Gigabit. 

• All other servers are on 100 Mbs transfer  

• Desktops are on 10 Mb. 

The CPUC network is protected by a firewall.  This firewall separates the network into three 
network nodes: 

• Public Server Network – this includes the Internet servers accessible to the public. 

• SNA Network – this is DTS-related Human Resources and Fiscal Services applications. 

• CPUC Network – this is where most users connect and use network services. 

The firewall is connected to the external network through a router, which restricts incoming 
network traffic to selected addresses or subnet masks.  Cisco brand routers are used for all 
Wide Area Network (WAN) connectivity and Hewlett Packard (HP) brand switches for LAN 
connectivity.  This configuration prevents anyone in the external network from directly accessing 
the CPUC network.   

Backup and recovery of data are predicated by backup procedures set out in the Oracle backup 
strategy of the IMSD-Information Services Branch (ISB) Operations division.  In addition, 
recovery operations are documented in the Operational Recovery Plan (ORP) submitted to the 
Department of Finance by IMSD-ISB Operations as required on an annual basis.  

• Item • Description 

• LAN Servers 

• Windows 2003 Server, Windows 2000 Server, 
Windows NT4 Server 

• SNA Gateways 

• HP-UX 

• Checkpoint Firewall – Secure Platform 

• Exchange 

• Network Protocols 
• TCP/IP 

• SNA 

Table 5 – LAN Servers & Network Protocols 

Table 6 shows the Application Development Software that CPUC utilizes for its various 
applications. 
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• Item • Description 

• Application 
Development 
Software 

• Oracle Develop 6i 6.0.8 (Forms and Reports) 

• Oracle SQL Developer 

• SQL *Plus and PL-SQL Script 

• Dreamweaver 

• Web Application 
Development 
Software 

• Microsoft Content Management Server 

• Microsoft Server 2003 / Server 2000 (IIS) 

• VisualStudio.NET/Visual Studio 

• VisualBasic.NET/Visual Basic 

• C#.NET 

• Oracle Application Server (Apache) 

Table 6 – Application Development Software 

Table 7 provides a description of the operational desktop applications software used on the 
typical CPUC workstation computer. 
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• Item • Description 

• Standard Desktop 
Applications 

• Microsoft Office 2003 Standard Suite 

• Microsoft Outlook 

• Microsoft Word 

• Microsoft Excel 

• Microsoft PowerPoint 

• Microsoft Access 

• Symantec Antivirus Corporate Edition 

• Hummingbird Document Management 5.1.05

• Adobe Acrobat Reader 

• Roxio Easy CD Creator (only CDRW drives) 

Table 7 - Operational Desktop Applications 

Table 8 identifies other personal productivity software utilized by CPUC. 
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• Item • Description 

• Personal Productivity 
Software 

• Arcview (GIS system used by CPSD and 
DRA) 

• Microsoft Visio 

• Crystal ball (Statistical and Reporting 
software) 

• Microsoft Project 2003 

• E-Views (Forecasting and Statistical 
software) 

• Adobe Photo Shop CS (Used by CPSD 
and IMSD) 

• Adobe Illustrator CS (Used by CPSD and 
IMSD) 

• Adobe Acrobat Professional 8.0 

• Monarch 

• SPSS 

• Omni Page Pro 

• Jaws (Speech Enabled) 

Table 8 - Personal Productivity Software 

Table 9 shows operating system software for the typical CPUC workstation computer and the 
CPUC servers. 
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• Item • Description 

• Desktop Workstations  • Windows XP Professional with SP2 

• Server Operating 
System Software 

• Unix HPUX 11.3 (1 legacy system on 10.20 
– 32 bit) 

• Windows 2003 Server, Windows 2000 
Server, Windows NT4 Server 

Table 9 - Operating System Software 

Table 10 shows the database management system software utilized by the CPUC. 

• Item • Description 

• Database Management 
Systems 

• Oracle 9i and 10g 

• MySQL 

• Microsoft SQL Server 

Table 10 - Database Management Software 

Essentially, the only external Internet connectivity is for the inspectors in the field who need 
access to the CPUC network node and the public who need access to the Public Server 
network node.  Access from the CPUC headquarters in San Francisco to the DTS SNA network 
node for the CMIS, Human Resources, and Fiscal Service-related applications is also utilized.  

Virtual Private Networking (VPN) software and dial-up access is provided to some staff to 
remotely access the CPUC network. 

4.3.3 Application Development Methodology 

The CPUC application development methodology is currently an undocumented informal 
process.  The process follows a logical roadmap for each CPUC development effort.  It consists 
of requirements documentation, categorization, logical model development, physical model 
development, testing, implementation and support. 

4.3.4 Project Management Methodology 

Although the Commission subscribes to the PMI Project Management Body of Knowledge 
(PMBOK) methodology, vendor contractors will be allowed to recommend an alternative formal 
project management methodology.  In addition, the Commission will follow the Information 
Technology Project Oversight Framework as required for all reportable IT projects per the 
Statewide Information Management Manual and the State Administrative Manual.  Section 6 of 
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this document provides a detailed description of the Project Management Plan for a proposed 
solution. 

5.0 Proposed Solution  

The CPUC has an opportunity to satisfy its critical business needs through the implementation 
of an integrated, fully functional MIS.  As discussed further below, a solution to the problems 
described in this FSR has not been selected.  However, it is possible to set out the overall 
components and requirements that the solution would incorporate.  MIS requirements were set 
out in Section 3.4, and are further detailed in this section.  In summary, rail safety databases 
that currently are unlinked and uncoordinated will be joined, using a common Oracle or SQL 
platform and application that will be administered by CPUC’s IMSD in compliance with CPUC 
policy.  

A description of overall solution requirements follows: 

Remote Networking.  The solution will provide a web-based front end.  A web interface will 
provide access to the main database, via Internet connectivity, by users from any of the three 
Commission main offices as well as field inspectors and engineers in the field.  The web 
interface will also provide the capability to update and report using a shared database hosted by 
one of the Commissions’ offices while allowing fully shared connection from either local or 
remote locations. 

Fully Supported and Maintained by IMSD. As a Business Based Procurement, we do not know 
the platform the solution will reside on at this time. The Commission supports Oracle and SQL 
as its standard database management tools. The new database system will need to adhere to 
these standard platforms. This will allow IMSD staff to support, maintain, update, and backup 
the database using existing practices and procedures applicable to all other existing Oracle 
and/or SQL applications within the CPUC. Oracle software, Microsoft ASP.NET, and other 
Oracle or SQL compatible software will be considered for components of the system. Such 
software would be required to interface with current Oracle databases and must be supportable 
by IMSD staff. 

Accurate and Timely Data.  Accurate data migration from existing databases to the new 
database system will be a critical part of the implementation, particularly with the rail crossing 
inventory and the rail accidents databases.  A critical component of CPUC data requirements is 
the need for a complete physical inventory and validation of all public and private at-grade rail 
crossings in California.  Current data will be migrated to the new system, and subsequently, this 
data will be updated. The revised system will allow efficient updates to be provided by all 
authorized staff, which will allow the data to be more frequently and accurately maintained. 

State-of-the-Art Operating Environment.  The solution will be developed using the latest in 
Microsoft and Oracle technologies, development, and operating tools.  These tools, which are 
compliant with applicable CPUC standards and which can be maintained in-house, will provide 
reliable networking, multi-user capability, remote data entry, and secure backup, and will be 
consistent with IMSD’s support strategy. 

Integrated Data.  A selected solution will have to provide integrated data across all three CPUC 
offices for cross-referencing and reporting.  CPUC staff will be able to “drill down” into the 
database to find answers to important safety-related questions.  The solution will be totally 
integrated incorporating its own internal and external databases (Figure 5). 
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Figure 5 - Fully Integrated System 

The major factors to be considered in selecting a solution are: 

• The balance between flexibility to respond to future business needs and development risk. 

• The ability to coordinate and integrate data using cross functional modules 

• The power to create a system that is technically sound, using the Commission's information 
technology resources, while meeting all stated functional requirements. 

• The flexibility to create a system that will meet statutory, regulatory, and agency 
requirements and adapt to changing environments, mandates, legislation, and policy. 

• Modifying the existing system, which is inefficient, incomplete and does not meet regulatory 
mandates, was not an option. 

Proposed Functionality.  The solution will provide fully integrated functional modules as well as 
integration with existing functionality within CPUC’s new case management system, the Utility 
Enforcement Work Module (UEWM).  UEWM, which is housed on a CPUC server and is 
administered by IMSD, is being developed and administered internally on an Oracle platform in 
compliance with CPUC policy.  The solution will include the following modules: 
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• Inspections - to cover Public Utility Code and CPUC General Order inspections performed 
by ROSB inspectors, provide a repository of the results of those inspections that target 
railroad yards and track that pose the greatest safety risk, facilitate trend analysis, store 
supporting information in a variety of media (e.g., photos, narratives, and PDFs), and 
provide access to data for tracking and review.  The system will provide the ability to create 
inspection reports similar to the FRA’s RISPC system, and allow ROSB railroad safety 
inspectors in the field to input the results of inspection activities, and print reports to 
distribute to railroad carriers. 

• Enforcement – the capabilities to, from remote locations, access the database to input 
Public Utility Code and General Order defect and violation information, update enforcement 
information, and document and print violation information. 

• Filings – the ability to capture all filing information relating to formal and informal filings, and 
the capability of publishing this information and providing status updates using the Internet.  
Examples include Applications, formal and informal complaints, commission investigations, 
quiet zone applications, waiver requests, Triennial Audit Resolutions, and other resolutions. 

• Accidents – the capability to capture accident information required to effectively investigate, 
monitor, analyze and produce reports about accidents, as well as identify, analyze, and 
produce standard accident trend information and analysis reports. 

• Geographic Information Systems (GIS) – the ability to review, analyze and update data 
based on geographic location. This would facilitate location-based comparison of disparate 
sets of data; for example rail incident locations could be combined with a map of local 
development or public complaints in order to identify areas where there are correlated 
issues.  

• Contact Management – the ability to store, update, and maintain information in a central 
repository for all agency contacts and interested parties.   

• Scheduling Reminders – the capability to automatically generate and prompt staff with 
timely to-do lists and reminders for information requests and/or follow-up tasks identified for 
completion. 

• Standardized Communication Templates – the ability to automatically generate standardized 
form letters and correspondence by merging contact information for distribution.   

• Physical Crossings Inventory – to provide current and updated information on the railroad 
and light rail crossings located throughout the state.  This will integrate with the GIS module 
relating to crossing location and identification. 

• Physical Track Data – to provide updated information on the condition of any section of track 
identified for inspection and/or review and show scheduling. 

• Equipment Inspection Data – to provide updated information for mechanical facilities 
identified as mandatory inspection points for review and to show scheduling. 

 
• Environmental – linking California Environmental Quality Act (CEQA) data (e.g., State 

Clearinghouse identification numbers of CEQA documents, CEQA project locations) with 
railroad safety-related information (e.g., location of tracks and crossings, frequency of trains, 
types and numbers of accidents, existing crossing safety features). 

CPUC’s existing UEWM can be heavily leveraged to assist with the rail management efforts.  
The solution will include the following integration modules with UEWM: 
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• Case Management – to provide the repository for document retention. 

• Notification – the ability to generate reminders for time sensitive response that could include 
letters and/or emails to follow-up on requested actions or submissions 

• Security – to establish security relating to the parameters of user roles and access privileges 
established per project scope. 

• Corrective Action – to follow-up on disseminated corrective action plans to external entities. 

5.1 Solution Description 

5.1.1 Hardware 

In general, the solution will require the following types of hardware.  CPUC has some of this 
hardware which can be scaled to handle the increased load.  Additional plug-ins and hardware 
will have to be purchased if required by the proposed solution. 

• Oracle Database Server 

• Oracle Application Server 

• MS SQL Server Database Server 

• MS Windows IIS Server 

• Windows Server 

• HPUX Unix Server 

• Additional SAN Storage: 1 Tray = 15 X 300GB 

5.1.2  Software 

As detailed in Section 5.3, the solution would likely be a combination of Modified-Off-The-Shelf 
and Custom Application Development systems.  In general, the Commission requires user 
software that is Microsoft Operating System compatible and Database software that is Oracle or 
SQL compatible. Any software solution implemented must be able to meet the following 
characteristics: 

• Accessibility by staff through the Internet both in the office or in the field 

• Data validation components to ensure valid, unique, ‘clean’ data 

• Intuitive on-line help 

• Interfaces to other applications, both internal and external 

• Built using Microsoft, Oracle, and CPUC standards 

• Integrate GIS Mapping functionality (CPUC API will be used) 

5.1.3 Technical Platform 
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CPUC IMSD, as a unit of a state agency, has chosen to standardize its management 
information systems using Microsoft Windows for networking, desktop tools, web site hosting, 
and automation; and Oracle for its standard database management system.  A solution must fit 
into this environment as a Microsoft Windows-based web-enabled graphical user interface, 
connected to an Oracle-based back-end database or a SQL- based back end database.  These 
are some of the most popular and powerful web-database combinations in the computing world.  
The solution will utilize the IMSD existing environment, using standard Microsoft development 
tools, and Department-approved software for the application development platform, hosted 
using an Internet Information Server (IIS), and built to employ Microsoft’s latest web-
development operating environment (ASP.NET) or other approved environment.  The solution 
will use hardware and software that comply with current CPUC standards and which are widely 
supported in the marketplace.  Software must be supportable by CPUC IMSD staff.    

5.1.4 Development Approach 

None of the responses to the RFI provided complete solutions to all of CPUC’s listed 
requirements.  However, several responses indicated that commercial off-the-shelf technologies 
could be modified to meet large portions of these requirements.  Modification of these 
technologies would be carried out by the vendor.  The vendor would be required to identify 
which items would need to be modified, with assistance from CPUC subject matter experts to 
refine requirements and to test final products to ensure that they meet Commission needs. 

5.1.5 Integration Issues 

As described in Section 3.0, the primary purpose of RSSIMS is to replace current non-
integrated database systems with a single system integrating these databases.  Both vendor 
and CPUC IMSD staff will be responsible for ensuring successful integration. 

5.1.6 Procurement Approach 

The CPUC recognizes that a procurement process that is well thought out and executed 
according to Department of General Services (DGS) policies and procedures better protects the 
state and ensures that the vendor clearly understands the requirements.  CPUC staff will lead 
the procurement effort and will seek the assistance of DGS procurement specialists to ensure 
that the procurement process is implemented correctly.  The CPUC intends to issue a Request 
for Proposal (RFP) to ensure the competitive procurement of a development vendor that is best 
able to design, develop and implement a system that meets the business objectives and 
functional requirements set out in this FSR.   

The CPUC will place advertisements in the California State Contracts Register (CSCR) and will 
utilize the following approaches, as deemed appropriate, to award contracts: 

• Master Service Agreement (MSA) 

• California Multiple Awards Schedule (CMAS) 

• Open Procurement 

The CPUC procurement staff will develop Statements of Work (SOWs) and/or RFPs for the 
following: 

• Independent Project Oversight Contractor (IPOC) 
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• Independent Verification and Validation (IV&V) Vendors 

• Development Vendor 

The SOWs and/or RFPs for the IPOC and the IV&V vendors should be developed first in order 
to have both the IPOC and the IV&V vendors hired and available to participate early in the SOW 
and RFP process for the development vendor. 

CPUC believes that the standard terms of contract awarded to the development vendor should 
include the following: 

• A Software Warranty Contract (minimum 1 year) 

• An On-going Maintenance Contract (maximum 240 hrs) 

At the end of the on-going maintenance contract, technical support will be provided by IMSD. 

The process for determining and resolving warranty and on-going maintenance items will be 
detailed in the SOW and/or RFP. 

Procurement plan and schedule.  Procurement and other project milestones are listed below: 

RESPONSIBLE PARTY DELIVERABLES 
ESTIMATED 

START DATE 

ESTIMATED 
COMPLETION 

DATE 

Procurement Document Development 
CPUC with guidance 
from Department of 
General Services 
(DGS)  

The RFP to procure a system 
vendor to deliver a solution 

10/1       2008 1/30      2009 

DGS The RFP for vendor approved 
by DGS 

2/2       2009 4/1      2009 

Issue Procurement Requests 
CPUC Issue SOW for IPOC vendor/ 

vendors deliver proposals 
12/1       2008 12/15       2008 

CPUC Issue SOW for IV&V vendor/ 
vendors deliver proposals 

12/1      2008 12/15      2008 

CPUC and procurement 
vendor 

Issue RFP for vendor/ Vendors 
deliver proposals 

4/2     2009 5/1       2009 

Evaluation and Contract Award 
CPUC Evaluate proposals for IPOC 

vendor/award contract 
12/15       2008 1/14       2009 

CPUC Evaluate proposals for IV&V 
vendor/award contract 

12/15       2008 1/14       2009 

CPUC and procurement 
vendor with guidance 
from DGS 

Proposal evaluation and 
vendor selection for vendor 

5/1      2009 7/1       2009 

CPUC and DGS Award notification/protest 
period for system vendor 

7/1       2009 8/14       2009 
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RESPONSIBLE PARTY DELIVERABLES 
ESTIMATED 

START DATE 

ESTIMATED 
COMPLETION 

DATE 
DGS DGS reviews and approves 

contract for vendor 
7/1       2009 8/24         2009 

Commence Work 
    
Project Manager Meet with IPOC Vendor 1/21       2009 1/21      2009 
Project Manager Meet with IV&V Vendor 1/21      2009 1/21       2009 
Project Manager Project Plan 8/3        2009 9/30      2009 
Vendor Refinement of Requirements 

Definition 
9/30      2009 10/30       2009 

Vendor Modification and testing of 
software such that it meets 
business requirements 

10/30      2009 10/29     2010 

CPUC Deployment of hardware 10/2         2010 10/29       2010 
CPUC staff User acceptance testing 11/1       2010 1/31     2011 
Vendor Deployment 12/1       2010 3/31     2011 
Vendor and CPUC staff User training 2/1       2010 3/31     2011 
Vendor and CPUC staff Training of staff 2/1       2010 3/31     2011 

Table 11 - Project Schedule 

5.1.7 Technical Interfaces  

The solution will need to provide standard Windows navigation and operability.  The web-based 
component will use XML, the industry standard for exchanging data and content among 
databases, applications and organizations, and will be compatible with Microsoft IIS.  The 
system will also be developed using the web accessibility standards required under Section 508 
of the Rehabilitation Act (29 U.S.C. §794(d)) and will comply with these requirements.  Required 
and potential external interfaces of a proposed solution are listed below (see Figure 6): 

Required Interfaces 

• Utility Enforcement Work Module (UEWM) – documents, streamlines and shows the 
Commission Utility Enforcement (UE) processes for management and oversight. 

• E-Filing – receipt of documents submitted using Web-Interface. 

• Case Information System (CIS) – tracks information on formal filings. 

• GIS or mapping interface with Web based software – displays satellite photos and maps of 
locations as requested by users, overlaid with other information such as crossing locations, 
track alignments, and incident locations. 

 
• Hummingbird Document Management (DM5) system – a repository of formal Commission 

documents and other related information. 

• MS Office – potentially including Word, Excel, Project, Visio, Outlook and Powerpoint.   

Future Interfaces 
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• FRA’s nationwide Crossings Inventory database – an inventory of all known railroad 
crossings throughout the United States.  

• FRA Incidents database – houses railroad and crossing-related incidents.  

• Utility Contact Information System (UCIS) – holds contact information for railroads and local 
regional transit agencies. 

• Work Tracking System (WTS) – provides identification numbers for associated filings, 
complaints, incidents, etc. for time tracking purposes. 

• California Department of Transportation (Caltrans) GIS database – identifies geo-located 
data on Caltrans roadways.  The Caltrans Rail GIS layer includes significant data on railroad 
and rail transit track throughout California, and is planned to contain rail crossings data in 
the future. 
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Figure 6 - Required and Future Interfaces 

5.1.8 Testing Plan 

It will be the responsibility of the Project Manager, in concert with the CPUC, to ensure 
adequate project time for testing.  Sufficient testing time will be built into the project schedule.  
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The development vendor will provide a detailed test plan to the CPUC Project Team for review 
and approval.  The test plan will conform to industry standards and adhere to existing CPUC 
policy.  It will include coverage of the following: 

• Overall Testing Strategy 

• Test Case Development Strategy 

• Unit Testing 

• System Integration Testing (including External Interfaces)  

• System Performance Testing 

• User Acceptance Testing (including External Interfaces) 

Critical to the success of the solution is that the SOW and/or RFP process require that potential 
development vendors demonstrate the ability to utilize good testing methodology.  Potential 
vendors will satisfy this requirement by providing sample test plans, other materials, and/or tools 
to exhibit this capability during the RFP selection process.  Detailed descriptions, requirements 
and qualifications for the deliverables stated above will be further articulated in the RFP. 

The development vendor, who will be responsible for all aspects of the testing plan, will 
establish a separate testing environment.  The CPUC, along with the development vendor, will 
conduct acceptance testing prior to the system being put in place.   

5.1.9 Resource Requirements 

The development vendor and the CPUC project team will work together closely during the 
design, development, testing and implementation phases of a selected solution.  Section 6 
provides a description of project resources, including roles and responsibilities.  

Throughout the project, the CPUC program group will have dedicated staff of a group of rail 
experts from the ROSB and RTCB, with the classifications of Senior Utilities Engineer, Program 
Manager, and Program and Project Supervisor.  This group is expected to total .5 PY for the 
entire length of the project and will be redirected from their current work functions. This group 
will provide expertise in the procurement process, refining requirements, as well as testing and 
training. From the Information Services Branch (ISB), there will be one full PY dedicated 
throughout the project with a classification of Staff Information Systems Analyst to provide 
Procurement and Project Management support. 

During the procurement phase the ROSB and RTCB will dedicate experts to assist in writing the 
RFP and SOWs and evaluating and selecting vendors. ISB will dedicate staff of 
Application/DBA experts with the classifications of Staff Information Systems Analyst, Associate 
Programmer Analyst, and Associate Information Systems Analyst to provide expertise and 
assistance in writing the RFP and SOWs and evaluating and selecting vendors. The 
procurement phase is expected to last 11 months and a combined staff of IT and non IT staff of 
approximately 4.5 PYs (adjusted) will be dedicated to this task. 

During the planning and development phases, ISB, ROSB, and RTCB staff will work ongoing 
with the selected vendors refining the requirements and developing the solution. These phases 
combined are expected to last 14 months and approximately 3 PYs will be dedicated from the 
three groups combined.  
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The testing phase is expected to last 3 months and end users from ROSB and RTCB will 
participate in user acceptance testing. Extra staff (in addition to the ongoing staff mentioned 
above) from the ROSB and RTCB will dedicate time for testing and include  classifications of 
Public Utilities Regulatory Analyst IV, Program and Project Supervisor, and Senior Utilities 
Engineer.  

All ROSB and RTCB staff, supervisors, and managers will undergo a training program. In 
addition, two “super users” will be identified (one primary, one backup) to provide training and 
orientation for new employees. 

A BCP will be written for one ISB systems analyst to work with the vendor starting with the 
Design and Development stage in FY 2009/10. This analyst will also learn to maintain the 
system after it goes into production and provide this maintenance and support going forward. 

5.1.10 Training Plan 

The development vendor will conduct training of CPUC supervisors, managers, and other 
department staff.  The SOW and RFP process will require that potential development vendors 
demonstrate the ability to utilize effective training methodology by providing sample training 
plans, training documentation and examples of intuitive on-line help to exhibit this capability. 

Training will be conducted on the test environment to allow for a comprehensive experience 
without impacting the production environment.  Staff training will be completed before the 
system goes into production. 

The development vendor will develop and supply all training materials to the CPUC.  Training 
materials will include user-friendly screen shots, intuitive on-line help, and supplemental 
documentation. 

Training of one dedicated IMSD resource will be on-going throughout the development, testing, 
and implementation phases of the project.  IMSD involvement during the development and test 
phases will provide this unit with the knowledge necessary to provide operational support for 
end-users after the system is in production.  Additionally, it will allow it to perform analysis on 
system errors when they arise.   

Each functional area within the CPUC will designate two staff members, one primary and one 
backup, to provide initial orientation and training support for new employees. 

5.1.11 On-Going Maintenance  

The software development and support contracts awarded to the development vendor will likely 
include language providing at least a one year of warranty protection after the implementation of 
a selected solution, and an on-going maintenance contract that covers the first year after 
implementation (approximately 240 hours).  These requirements will be detailed in the SOW 
and/or RFP for the development vendor. 

On-going maintenance beyond the length of the on-going maintenance contract will be provided 
solely by IMSD support staff.  The development vendor will facilitate knowledge transfer to 
IMSD support staff by documenting all software development, software maintenance and 
software support information, and by training of IMSD support staff during the length of the 
development vendor’s on-going maintenance contract. 
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5.1.12 Information Security  

CPUC currently employs an independent Information Security Officer and complies with the 
security, risk management, and operations recovery requirements defined in the State 
Administrative Manual (SAM), including SAM 4840-4845; other policy directives; and applicable 
laws.   Examples include: 

• Security roles and responsibilities are defined in CPUC’s Information Security Plan 

• Server computer configurations are covered in the Information Security Plan 

• Data integrity and security are addressed in the Information Security Plan 

• Physical security is addressed in the Information Security Plan 

• An information copy of the Operational Recovery Plan is filed with the Department of 
Finance yearly 

• Security issues and status reports are presented to senior management 

• Computer security incidents are reported as appropriate and in accordance with the 
Computer Security Action Plan (SIMM Form 65C) 

• Other policy directives include opening screen banner, 180-day password change 
requirement, and screen saver lockdown 

An Annual Certification certifying that the agency is in compliance with state policy governing 
information technology risk management is also filed each year.  A selected solution will adhere 
to these information security policies. 

5.1.13 Confidentiality 

Employees of the development vendor needing access to confidential information will be 
required to sign a statement acknowledging that they have read and understood CPUC’s 
confidentiality requirements. 

Access to confidential information will be restricted to the appropriate end-users.  Confidentiality 
will be maintained through the use of industry standard policy-based security management to 
provide authorized access for system users, based on their identity and role(s) within the 
application.  When staff change positions or leave the CPUC, their access authority will be 
modified as appropriate. 

5.1.14 Impact on End Users 

Prior to the implementation of a selected solution, impacted business processes will be re-
engineered.  Affected organizations within the CPUC and their staff will be required to transition 
from current processing methodologies to those dictated by the newly re-engineered business 
processes.  Although rigorous training will be provided, it should be expected that it will take 
some time for these organizations to absorb this level of change.  It is, however, the expectation 
that the involvement of the CPUC project team throughout the development, testing, training 
and implementation of a selected solution will be heavily leveraged during the post-
implementation phase to integrate their acquired knowledge into efforts to make a selected 
solution a success.   
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Change management is essential to the success of any project that requires large scale 
organizational change.  Although the technology may work, if the staff does not accept it the 
success of the project is minimized.  To increase the chances of the success of a selected 
solution, the following are essential: 

• Early and frequent communication with staff 

• Understanding and incorporation of staff needs into the business requirements 

• Sufficient training of system capabilities provided to staff 

• Intuitive on-line help, user friendly application interface and easy-to-use user reference 
manuals 

• Staff involvement in business process re-engineering 

• Document and communicate workflows, staff roles and responsibilities 

• Early involvement of staff in the development, testing, training and implementation of the 
project 

CPUC will develop a change management plan to help ensure buy-in by staff, which is critical to 
the successful integration of a selected solution into the organization. 

5.1.15 Impact on Existing System 

A selected solution will provide a significantly improved technological and functional alternative 
to the current system, providing enhanced safety and service to the public.  It will replace the 
existing disconnected, antiquated, and predominantly single-user application with a system that 
will create increased efficiency, standardization, automation, integration, reliability, and 
accessibility.   It also will reduce lag time, decrease errors and eliminate missed deadlines 
associated with the current handling of complaints, investigations, and inspections.  Its overall 
usability will greatly reduce the possibility that staff will create additional “rogue” databases to 
work around the problems associated with the current system.   

5.1.16  Consistency with Overall Strategies 

Improving customer safety and service through innovative information technology solutions is 
consistent with Governor Schwarzenegger’s vision of efficient, convenient and accessible public 
service.  Information Technology recommendations made in the California Performance Review 
and Goal 1 of the California State Information Technology Strategic Plan require state agencies 
to make services more accessible to citizens and state clients.  Any solution selected must be 
consistent with this strategy. 

5.1.17  Impact on Current Infrastructure 

Based on the responses of vendors to the RFI, no major changes would be required to CPUC’s 
existing information technology infrastructure.  CPUC’s servers are capable of housing the data 
and the web interface of a likely solution, and the Commission’s local- and wide-area networks 
are adequate to support any additional bandwidth required. 

 5.1.18 Impact on Data Center(s) 
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The solution will be housed at the CPUC San Francisco server room (see 5.1.20, below).   The 
CPUC IMSD staff will leverage their experience and background to host the site alongside other 
existing sites, and will ensure consistent installation, backup and maintenance procedures.  
There will be no impact on the Department of Technology Services (DTS) data center. 

5.1.19 Data Center Consolidation 

State FSR, RFP, and Special Project Report (SPR) provisions require that project hardware be 
hosted at the DTS data center.  In its investigation of this option for another project (Consumer 
Information Management System or CIMS), CPUC found that this option would cost over 
$560,000 per year.  Hosting an alternative solution within the CPUC’s own data center would 
offer considerable cost savings to the State.  With a complete and proven infrastructure, 
extensive in-house expertise and advanced offerings (storage area network, disaster recovery, 
generator supported uninterrupted power supplies), the CPUC is capable of supporting such a 
solution for significantly lower costs per year.  In addition, the CPUC firmly believes that a 
CPUC-housed solution would be functionally superior to the DTS-housed solution. A solution 
housed at the CPUC would function better by 1) integrating more completely into the CPUC 
application environment, 2) avoiding the potential for performance degradation due to network 
issues, and 3) being fully maintained by a dedicated staff with a vested interest in the solution's 
success. 

5.1.20 Backup and Operational Recovery 

CPUC currently performs backups at prescribed frequencies and maintains backup tapes at an 
off-site location.  This backup process is part of the current backup procedures which are 
documented and instituted by the IMSD Oracle backup strategy.  In addition, CPUC has a 
current Operational Recovery Plan (ORP) in place and a copy resides with the Department of 
Finance.  The backup requirements of a selected solution will conform with IMSD’s current 
backup strategy.   

5.1.21 Public Access 

CPUC has an area of the network accessible to the public.  This access is based on criteria 
established by the CPUC.  CPUC will evaluate the specific public access needs and utilize 
existing IMSD policies and process granting those access rights. 

5.1.22 Costs and Benefits 

Although no solution has been identified by the CPUC, the Request for Information (RFI) 
responses provided information that was used to estimate the costs of implementing a solution. 
The top three responses were identified by CPUC staff and the RFI response that was the most 
complete of these three in terms of cost was used as an estimate for the Alternative Proposed 
Solution for the purposes of the Economic Analysis Worksheets in Section 8.0 

The estimated one time cost of implementing a solution is $3,580,709. Continuing project costs 
are estimated to be $694,024 through FY 2012/13 for a total cost of $4,274,733. The following is 
a cost breakdown of the Alt (P) worksheet from Section 8. 

• One Time IT Project Costs: Staff 
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A total of 3.7 PYs from ISB staff and Program Staff will be dedicated during the 
estimated procurement period of 11 months. During development and deployment, 
which is expected to last 19 months, a total of 2.3 PYs from ISB staff and .75 PYs from 
the program staff will be dedicated. During the first year of maintenance, ISB staff will 
dedicate 1.25 PYs and the Program staff will dedicate .5 PY. Thereafter, maintenance is 
estimated to be 1.3 PYs from ISB staff. All staff costs were taken from the salary 
midpoint of the classifications involved and 35% of salary costs were added for benefits. 
In addition, $21,000 per PY was added for OE&E expenses as estimated by CPUC 
Finance personnel.  

• One-Time IT Project Costs: Hardware Purchase 

There is an estimated one time hardware cost of $103,000 to support a solution.  

• One-Time IT Project Costs: Software Purchase/License 

There is an estimated one time Application Hosting software cost of $123,000 

• One-Time IT Project Costs: Contract Services 

Software Customization, Project Management, and Other Contract Services: The RFI 
response used for the Proposed Alternative gave an estimate of $1.675M which included 
Project Management. This estimate was then spread over the 19 month period of 
Development and Deployment. Software customization was estimated at $650,000. The 
remaining amount of the 1.675M was broken down into Project Management and Other 
Contract Services. For a detailed breakdown of the Contract Services offered in this RFI 
response, see RFI #1 worksheet in Section 8. 

Project Oversight and IV&V Services: IPOC services will be vendor provided and costs 
were estimated on providing this service throughout the development period at an 
estimated hourly rate. The estimated cost of IPOC services is $199,200 in FY 2009/10 
and $99,600 in FY 2010/11. IV&V services were estimated at providing the service 2 
days per week during development at an hourly rate. The estimated cost of IV&V 
services is $83,200 in FY 2009/10 and $41,600 in FY 2010/11. 

• One-Time IT Project Costs: Other 

These are the OE&E expenses associated with the Staff PYs dedicated to the project.  
The average OE&E costs per position at the CPUC is $21,000. 

• Continuing IT Project Costs: Staff 

The project is projected to close out at the end of March 2011. Staff support for the last 
three months of FY 2010/2011 is estimated to dedicate .4 PY at a cost of $48,415. 
During fiscal year 2011/12, support is estimated at 1.6 PYs which is a combination of 
ISB and Program staff at a cost of $174,273. In fiscal year 2012/2013, the support 
estimate is 1.3 PYs at a cost of $116,115.  

• Continuing IT Project Costs: Hardware Lease/Maintenance 
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It is estimated that 5 Year Hardware and Operating System maintenance costs will be 
$28,000. This will be one payment made in FY 2010/11. 

• Continuing IT Project Costs: Software Maintenance/Licenses 

It is estimated that Software Maintenance for the Application Hosting Software will be 
$30,500 per year starting in fiscal year 2010/11. Starting in fiscal year 2011/12, software 
maintenance for the proposed solution is estimated to cost $83,080 per year bringing 
total software maintenance for FY 2011/12 and 2012/13 to $113,580. 

The purpose of the RSSIMS project is to develop an integrated database system to manage 
and utilize California’s rail safety and security data in the Commission’s Consumer Protection 
and Safety Division. It is not envisioned to generate revenue, save money, or avoid costs, 
although its implementation is designed to improve productivity and save staff time. Below are 
some key benefits from implementing a solution for RSSIMS:  

Key Functional Benefits of a New Solution: 

• Provide the ability to coordinate and integrate rail data using cross functional modules, 
putting databases that currently are unlinked and uncoordinated under a common platform 
administered by IMSD in conformance with CPUC policy 

• Provide the ability to enforce General Orders in the field 

• Provide the ability to access a wide variety of data by any authorized CPUC recipient 

• Provide enhanced communication capabilities for both CPUC staff and interested parties 
related to CPUC functional processes 

• Provide workflow management, data accessibility and reporting needs of various CPUC 
business functions 

• Provide the capability to review, retrieve and store digital files in a variety of standard 
industry formats 

• Eliminate all redundant data entry 

• Provide increased data integrity and accuracy 

• Provide consistency between FRA and CPUC crossing inventory and accidents data  

• Provide the ability to perform trend analysis by analyzing data system wide 

Key Technical Benefits 

• Reduce software maintenance costs by utilizing current technology 

• Reduce development costs by leveraging existing CPUC data modules (UEWM)  

• Align with IMSD’s support strategies 

• Increase speed and efficiency of data retrieval because of reduction of independent, multiple 
data sources 

• Increase flexibility in data storage to meet future demands 

Key Resources Benefits 
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• Reduce staff time for preparing trend analysis and reports 

• Increase productivity due to functional improvements and enhanced user interface 

• Reduce staff time in tracking, storing, filing, and archiving hardcopy files of information 

• Coordinate staff’s efforts across various CPUC divisions 

5.1.23 Sources of Funding 

Funding for a solution will come from the following accounts: State Highway Account (0042) at 
25%, Public Transportation Account (0046) at 20%, and the PUC Transportation 
Reimbursement Account (0461) at 55%.  A Budget Change Proposal will be submitted for FY 
2009/10 in September 2008. The estimated funding needed by fiscal year is as follows: 

2008/09:   $0 

2009/10:   $1,418,212 

2010/11:    $1,185,760 

2011/12:     $224,016 

2012/13:     $224,016 

Total Funds Requested: $3,052,004 

5.2 Rationale for Selection 

Under the status quo, CPUC would keep its existing infrastructure, databases, and processes.  
As described below in Section 5.3, Other Alternatives Considered, using several separate 
surveys, two conducted by a contractor and one by CPUC, CPUC collected information about 
alternatives to the status quo that potentially could meet the Commission’s business objectives, 
and its functional and system requirements.  The results of the surveys indicated that while 
some Modified-Off-The-Shelf systems can meet portions of RSSIMS requirements, Custom 
Application Development will be necessary for other portions.  As no complete solution has 
been identified, CPUC is pursuing a business-based procurement, in which RSSIMS 
requirements will be presented to potential vendors in an RFP.  This will enable the Commission 
to review a range of potential solutions and to select the optimal one. 

5.3 Other Alternatives Considered 

5.3.1 Meta Vista Survey 

A contractor to the Commission, Meta Vista, identified three alternatives to the status quo that 
potentially could meet the Commissions’ needs, and performed a preliminary analysis of them.  
Relevant results are summarized below. 

Alternatives are: 

• Commercial-Off-The-Shelf (COTS), in which the vendor installs and configures its own off-
the-shelf product. 
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• Modified-Off-The-Shelf (MOTS), in which other systems that are currently implemented can 
be procured and modified to meet the requirements. 

• Custom Application Development (CAD), in which the vendor develops a custom solution.   

Assumptions used by Meta Vista in evaluating the alternatives included the following: 

• All software development tools, computing environment, hardware and processes will use 
existing CPUC standards wherever possible. 

• An outside vendor will be hired to design, develop and implement the alternative, as CPUC 
does not have the knowledge or manpower to accomplish this work. 

• Any chosen solution must meet CPUC’s functional requirements.  

Research was performed to determine: 

• What states the FRA database management staff recommended as their ‘best users.’ 

• What databases other state rail management departments are using, or plan to use, to 
manage their data and processes. 

• Whether other states’ rail management departments have an integrated application similar 
in scope to California’s needs. 

Rail management users were surveyed nationwide.  Sources consulted included resources on 
the Internet, the FRA, nine state agencies, and seven engineering consulting firms.  Some 
states were contacted based on FRA’s internal ranking of states whose data integrates well with 
FRA’s data, while other states were contacted simply because they are known to have rail 
crossing inventory database systems.  

The FRA helped identify eight states that have attempted to enhance their ability to capture and 
process rail data using an integrated database.  Table 12 provides a general overview of the 
following items for each state contacted: 

• Database development environment: Generalized list of software the database systems 
are based upon.  In some cases there is more than one non-integrated system in a given 
state, in which case multiple system platforms may be shown. 

• Web based front-end: Indicates whether the system provides user access through a 
standard web-browser. 

• Full featured crossing inventory: Indicates whether the crossing inventory data fields and 
system capabilities closely match CPUC requirements. 

• Development by Consultants: Indicates whether consultants designed and implemented 
the database system. 

• Integrated Apps: Indicates whether the database systems for crossing inventory and 
other rail information are well integrated.  None of the reviewed systems can be 
considered well integrated. 
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• Physical Crossings Survey: Indicates whether the crossing inventory database system 
development was accompanied by a statewide field inventory of rail crossings. 

State 
Database 

Development 
Environment 

Web-
based 
Front-
end 

Full-featured
Crossing 
Inventory 

Development 
by Consultants

Integrated 
Apps 

Physical 
Crossings 

Survey 

Florida Access / 
Paper Partial No Yes No No 

Illinois 

Clipper / 
FoxPro 

Crossings: 
SQL Server / 

.NET / ArcGIS 

Partial Yes 
Hanson / 
Patrick 

Engineering 
No Partial 

Kansas 

Access 

Crossings: 
Oracle / Visual 

Basic / 
GeoMedia 

No Yes Burns & 
McDonald No Yes 

Nebraska Access No No No No No 

Nevada Crossings: 
Oracle No Yes Partial No No 

New Mexico 

dBase / Paper 

Crossings: 
SQL Server / 

.NET / 
MapPoint 

Yes Yes Richards & 
Associates Partial No 

Ohio Crossings: 
Oracle / .NET Yes Yes DLZ Partial Just 

completed 

Oklahoma Crossings: 
SQL Server / 

Yes In Carter - No In 
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C# / .NET / 
MapPoint 

Development Burgess Development

Texas 
Crossings: 

SQL Server / 
C# / .NET 

Yes Yes Carter - 
Burgess No Just 

completed 

California 
(proposed) 

Oracle / .NET / 
J2EE / XML Yes Yes Yes Yes Yes 

Table 12 - Database Application Environment in Surveyed States 

Findings from the state survey included: 

• None of the state systems have a robust, integrated application that would satisfy, or could 
be modified to satisfy, the full scope of requirements of the Commission. 

• However, with modification, some recently implemented systems in other states could meet 
the Commission’s rail crossing inventory database requirements. 

Regarding rail crossing inventory databases: 

• Some states have offered to allow the reuse of software components that were developed 
for their crossing inventory database systems.  

• Three of the states have recently contracted to have a physical crossings inventory taken 
and the data included in their database.  These states also have the state-of-the-art 
software and interfacing capabilities that can serve as models for the system to be adopted 
by the CPUC.  However, at the present time, none of these systems has a robust, integrated 
application that would satisfy the requirements of the Commission.   

• After surveying these states, it was found that some had hired engineering consulting firms 
to design and develop their application software as well as to conduct physical crossing 
surveys.  Therefore, Meta Vista included these consulting firms in this survey of functionality 
(see Table 13).  The consultant survey focused on crossings inventory functionality and data 
collection. 

Consultant 
In-House 
Database 
Development 

Physical 
Inventory 
Experience 

# States 
Contracted Progress Crossing Inventory 

Database System 

AMB Assoc. Yes No 0 Complete FRA’s PCAPS 

ATTVenture 
Limited Yes No 1 Ongoing New Mexico’s HiRiide 
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Burns & 
McDonald  Yes Yes 1 Complete Kansas DOT crossing 

inventory 

Carter – 
Burgess Yes Yes 2 One complete, 

one in Progress 

Texas DOT and 
Oklahoma DOT crossing 
inventory systems 

DLZ, Inc. Yes Yes 1 Complete Ohio PUC crossing 
inventory 

DMJM Harris No No 0 n/a  

Hanson Yes Yes 1 Complete Statewide Illinois crossing 
inventory 

Patrick Eng. Unknown Yes 1 Partial Cook County, Illinois 
crossing inventory 

 

Table 13 - Engineering Consulting Firm Survey Results 

Meta Vista concluded that the consultants listed above have made significant improvements 
and in-roads into developing state-of-the-art crossing inventory database systems, as well as 
data collection mechanisms, processes and procedures.  Through the use of new laptop, digital 
camera and GPS technologies, some consultants were able get the best view of each crossing 
possible, including digital photos, geo-located latitude and longitude coordinates, construction 
drawings and hand-drawn sketches along with basic crossing inventory data.   

As a result of these surveys, it was determined that the knowledge and understanding of rail 
crossing inventory software and data has been dramatically improved by recent consultant-
created systems.  A few of these states surveyed offered to provide their code and functional 
software to the Commission to use as a template and learning tool in creating a new system.   

While no suitable COTS applications were found, Meta Vista concluded that it may be possible 
to implement modified versions of some components of an existing rail crossing inventory 
system (i.e., a MOTS alternative) to meet the Commission’s crossing inventory functional 
requirement needs.  (Responses to the CPUC Request for Information [see 5.3.2, below], found 
that in addition to rail crossings, an existing application is available that, with modification, could 
meet many rail operations information system needs.)  Drawing upon existing systems may 
streamline development, reducing development time and cost, and is likely to provide better 
results.  However, MOTS was not available for other requirements, and because a custom 
system could be configured to CPUC’s specific needs, this alternative -- CAD -- was considered 
by Meta Vista to offer the greatest advantages and fewest disadvantages of the three 
alternatives.   
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5.3.2 CPUC Request for Information 

To update the Meta Vista survey in determining private sector capabilities, and to generate a 
range of likely RSSIMS cost estimates, CPUC placed a Request for Information (RFI) on the 
Department of General Services website on April 23, 2008, with minor amendments made May 
14, 2008.  Among items to be provided in vendor responses were the extent to which the firm’s 
approach would utilize code developed for similar projects in other states that is available in the 
public domain; and whether the company has experience in developing similar database 
systems that are in use or have been used by other states, and, if so, the similarities and 
differences of those systems with the CPUC requirements set out in the RFI.    

Fifteen responses to the RFI were received.  In the three responses determined in CPUC’s 
technical review to be superior, cost estimates ranged from roughly $0.4 million (not including 
$68 thousand in annual maintenance costs, and not including any implementation costs), to 
$1.53 million (not including $98 thousand in annual maintenance costs), to an all-inclusive 
estimate of $1.675 million.  These estimates have been used in the Economic Analysis 
Worksheets (Section 8.0) as alternatives. 

As with the Meta Vista surveys, no suitable COTS applications were disclosed in the RFI 
responses.  However, the RFI responses differed in from the Meta Vista results in finding an 
additional MOTS application. Two vendors described database systems that they had 
developed for other states which would meet RSSIMS requirements not only for crossings, but 
also for rail operations.  These systems may be available in the public domain.  Currently, 
CPUC is unsure of their availability, as this will likely depend on the specific agreements 
between those vendors and states regarding the database systems. If the systems are available 
in the public domain, CPUC will revise its procurement plan accordingly to capitalize on the cost 
savings. 

Although portions of RSSIMS requirements could be met by MOTS solutions, none of the 
responses provided complete solutions to all of CPUC’s listed requirements, and CAD will be 
necessary for other portions.  Even for those applications where MOTS is feasible, extensive 
customization would be needed.  As no complete solution has been identified, CPUC is 
pursuing a business-based procurement, in which RSSIMS requirements will be presented to 
potential vendors in an RFP.  This will enable the Commission to review a range of potential 
solutions and to select the optimal one.  

6.0 Project Management Plan 

6.1 Project Manager Qualifications 

No matter what solution is selected, the Commission will select someone with the appropriate 
skills, education, and experience to manage it.  The Project Manager will guide the project in 
using the established functionality of the Utility Enforcement Work Module to integrate with a 
selected solution.  Any solution also will require the Project Manager to artfully coordinate and 
manage the integration activities of the three railway safety business units within the Consumer 
Protection and Safety Division. 

Given the high level of importance and technical nature of project, the Project Manager should 
be highly credentialed via the completion of a project management certificate program through 
an accredited university and/or possess a Project Management Professional (PMP) Certification 
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from the Project Management Institute (PMI).  The mandatory and desirable skills, education, 
and experience of the Project Manager are described below: 

6.1.1 Mandatory Project Manager Skills, Education, and Experience 

• 3-5 years experience leading a database project 
• Excellent written and oral communication skills 

• Exceptional organizational and business awareness 

• Adaptability to an ever changing multitasking project environment 

• Leadership responsibilities on a successful project of similar scope 

• Commitment to quality 

• Ability to work well with others 

• Problem solving competencies such as analytical and conceptual thinking skills. 

6.1.2 Desired Project Manager Skills, Education, and Experience 

• 3-5 years experience in a multiple database integration environment 
• 5-7 years experience in database design, development, and implementation 

• 3-5 years experience developing and managing customer requirements 

6.2 Project Management Methodology 

Although the Commission subscribes to the PMI Project Management Body of Knowledge 
(PMBOK) methodology, vendor contractors will be allowed to suggest an alternative formal 
project management methodology.  If an alternative formal project management methodology is 
proposed by a vendor, the vendor will be required to provide a cross matrix diagram linking the 
relevant elements of the PMBOK to the vendors preferred project management methodology.   

The Commission will follow the Information Technology Project Oversight Framework as 
required for all reportable IT projects per the Statewide Information Management Manual and 
State Administrative Manual. 

6.3 Project Organization 

Information technology integration projects require a collaborative effort through joint cross-
functional teams.  The Project Team will be comprised of staff from IMSD, the affected division 
staff from the CPSD rail functions (ROSB, RCES, and RTSS), and the selected 
vendor/consultants.   A completed project team cannot be defined at this time, as a solution, 
vendors, and other major aspects of the project are uncertain.  However, an anticipated 
structure is depicted below. 
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Figure 7 - Project Team 

6.4 Project Priorities 

Three factors must be balanced to properly manage a project.  The Commission has identified 
these factors and their relative importance in the following Trade-Off Matrix.   

Factors  Schedule Scope Resources 

Constrained (Cannot be Changed)   X  

Accepted (Somewhat Flexible) X   

Improved (Can be Adjusted)   X 

Table 14 - Project Priorities 

The Commission has determined that the project scope is constrained, as it cannot be changed 
and still meet project objectives.  However, the schedule can be adjusted to some degree to 
ensure that the scope is met.   

6.5 Project Plan 

6.5.1 Project Scope 

The scope of the project is to design an integrated database to resolve the business issues 
discussed in the Business Case Justification and integrate the entry, analysis, retrieval, and 
reporting of information necessary to meet statutory mandates and to continuously improve the 
Commission’s rail safety programs.   

6.5.2 Project Assumptions 

 Project Sponsor

ROSB 
Functional Manager RCES

Functional Manager
RTSS

Functional Manager

 Project Manager 

Oversight Committee

ROSB 
Team Members

RCES
Team Members

RTSS
Team Members

Project Vendor
PROJECT TEAM

IMSD 
Functional Manager 

IMSD 
Team Members
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• The affected CPSD functional entities, including ROSB, RCES, and RTSS, will fully 
subscribe to the project objectives, functional requirements, and proposed solution. 

• The project will adhere to a formal schedule. 

• The project will adhere to a formal project management methodology. 

• The schedule and assigned resources will not be impacted by higher priorities. 

• There will be continuity of key personnel throughout the project. 

• Vendors will adhere to the project schedule. 

• Vendors will collaborate with Commission staff during all phases of the project to which they 
are engaged. 

• The project will have the full support of the sponsor to mitigate any problems that the project 
team is unable to adequately address. 

6.5.3 Project Phasing 

Key deliverables were listed in Section A9.  These and other phase deliverables are 
presented below: 
 

Project Phase Phase Deliverables 

Initiation  ¾ Project Charter  

Procurement ¾ Request for Offer 
¾ Contract Award(s) 

Planning 

¾ CPUC/Vendor Kick-Off Meeting 
¾ Project Plan & Detailed Project Schedule 
¾ Risk Management Plan 
¾ Quality Management Plan 
¾ Resource Assignment Matrix 
¾ Change Management Plan 

Design & Development 

¾ Requirements Specification Document 
¾ User Training Requirements Document 
¾ User Documentation 
¾ Logical Data Model 
¾ Relational Data Model 
¾ Data Definition Language/Table 
¾ Database Normalization Document 
¾ Data Migration/Conversion Plan 

Testing 
¾ System Testing 
¾ User Acceptance Testing 
¾ Training Plan 

Deployment 
¾ User Training 
¾ Systems Documentation 
¾ Operations & Maintenance Plan 
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Project Closeout ¾ PIER 
¾ Lessons Learned 

 
Table 15 - Project Phase Deliverables 

 
6.5.4 Roles and Responsibilities  

Roles and responsibilities are presented below: 
 

Role  Responsibility  

Project Sponsor 
¾ Provide sponsorship & support 
¾ Execute decision making authority as needed 
¾ Approve significant changes to scope, schedule, or budget  

Oversight Committee  

¾ Publicly support the project 
¾ Allocate requested resources 
¾ Assist with project issues 
¾ Remove roadblocks 
¾ Meet requirements of Department of Finance’s (DOF’s) Technology 

Project Oversight Framework 
¾ Participate as Executive Members of the Change Control Board  

CPUC Project 
Manager  

¾ Publicly support the project 
¾ Participate as a member of the Change Control Board 
¾ Report to the Oversight Committee 
¾ Ensure successful implementation of database integration solutions 
¾ Ensure deliverables meet project objectives 
¾ Demand product quality from the vendor and the CPUC team 
¾ Execute the project plan 
¾ Resolve conflicts  
¾ Direct and coordinate activities of vendors and teams 
¾ Assemble resources and build/organize teams 
¾ Provide effective direction and utilization of project resources 
¾ Establish effective methods of communication 
¾ Ensure adherence to schedules 
¾ Lead all project meetings 
¾ Identify risks and develop risk management strategy 
¾ Review all project deliverables  

CPUC Functional 
Managers 

¾ Publicly support the project 
¾ Participate in project meetings as needed  
¾ Participate in Change Control Board Meetings 
¾ Provide status to the Project Manager 
¾ Facilitate streamlined communications of the CPUC Team to the CPUC 

Project Manager 
¾ Execute assigned tasks/activities 
¾ Provide adequate CPUC team resources 
¾ Participate in acceptance testing 
¾ Assist with transition to support organizational ownership 
¾ Prepare and gain approval of final system documentation 
¾ Ensure organization is adequately set up for maintenance and operation 

CPUC Team 

¾ Support the project 
¾ Participate in project meetings as needed 
¾ Participate in Change Control Board Meetings as requested 
¾ Provide status to the Project Manager 
¾ Communicate effectively with all project stakeholders 
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¾ Adhere to project schedule 
¾ Execute tasks/activities as assigned 
¾ Work with the Vendor Team and provide requested information 
¾ Participate in user training 
¾ Perform technical evaluation of acceptance testing 
¾ Assist with transition to support organization ownership 
¾ Review final system documentation 

Vendor Team  

¾ Actively support the project 
¾ Participate in project meetings 
¾ Participate in Change Control Board Meetings as requested 
¾ Provide status to the Project Manager 
¾ Communicate effectively with all project stakeholders 
¾ Adhere to schedule 
¾ Execute tasks/activities as assigned and contracted in the SOW 
¾ Provide all contract deliverables in a timely manner 
¾ Work with the CPUC Team and CPUC Project Manager to ensure the 

project meets all objectives  

Table 16 - Roles and Responsibilities 

6.5.5 Project Schedule 

A detailed project schedule (Table 11) was presented in Section 5.0, showing tasks and 
scheduling for the RSSIMS project.  This table is reproduced below.  Tasks include  
 
•  Procuring vendors to provide independent oversight and IV&V services  
 
•  Procuring the primary vendor to implement RSSIMS 
 
• Time spent with staff refining design specifications 
 
• Software modifications 
 
• User acceptance testing 
 
• Software and hardware deployment 
 
• Training for both users and technical staff 
 
The project is scheduled in phases to allow the Project Team to retain a deliverable at the end 
of each phase rather than wait for project completion.  In addition to weekly status reporting, 
progress status will be reported at the end of each completion date.  
 

RESPONSIBLE PARTY DELIVERABLES 
ESTIMATED 

START DATE 

ESTIMATED 
COMPLETION 

DATE 

Procurement Document Development 
CPUC with guidance 
from Department of 
General Services 
(DGS)  

The RFP to procure a system 
vendor to deliver a solution 

10/1       2008 1/30      2009 
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RESPONSIBLE PARTY DELIVERABLES 
ESTIMATED 

START DATE 

ESTIMATED 
COMPLETION 

DATE 
DGS The RFP for vendor approved 

by DGS 
2/2       2009 4/1      2009 

Issue Procurement Requests 
CPUC Issue SOW for IPOC vendor/ 

vendors deliver proposals 
12/1       2008 12/15       2008 

CPUC Issue SOW for IV&V vendor/ 
vendors deliver proposals 

12/1      2008 12/15      2008 

CPUC and procurement 
vendor 

Issue RFP for vendor/ Vendors 
deliver proposals 

4/2     2009 5/1       2009 

Evaluation and Contract Award 
CPUC Evaluate proposals for IPOC 

vendor/award contract 
12/15       2008 1/14       2009 

CPUC Evaluate proposals for IV&V 
vendor/award contract 

12/15       2008 1/14       2009 

CPUC and procurement 
vendor with guidance 
from DGS 

Proposal evaluation and 
vendor selection for vendor 

5/1      2009 7/1       2009 

CPUC and DGS Award notification/protest 
period for system vendor 

7/1       2009 8/14       2009 

DGS DGS reviews and approves 
contract for vendor 

7/1       2009 8/24         2009 

Commence Work 
    
Project Manager Meet with IPOC Vendor 1/21       2009 1/21      2009 
Project Manager Meet with IV&V Vendor 1/21      2009 1/21       2009 
Project Manager Project Plan 8/3        2009 9/30      2009 
Vendor Refinement of Requirements 

Definition 
9/30      2009 10/30       2009 

Vendor Modification and testing of 
software such that it meets 
business requirements 

10/30      2009 10/29     2010 

CPUC Deployment of hardware 10/2         2010 10/29       2010 
CPUC staff User acceptance testing 11/1       2010 1/31     2011 
Vendor Deployment 12/1       2010 3/31     2011 
Vendor and CPUC staff User training 2/1       2010 3/31     2011 
Vendor and CPUC staff Training of staff 2/1       2010 3/31     2011 

Table 17 - Project Schedule 

6.6 Project Monitoring 

The project will be monitored in accordance with state policies as documented in the SIMM.  
The project will also utilize established PMBOK systems for project monitoring. 
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The CPUC Project Manager will manage the day-by-day activities of the project and will provide 
oral/written status reports at weekly status meetings.   Attendance at the status meetings is 
identified in the Roles and Responsibilities table (Table 16). 

The Vendor Team will provide documented Bi-Weekly Status Reports containing the following 
information: 

• Activities/Deliverables/Milestones completed during the current reporting period 

• Activities/Deliverables/Milestones planned during the next reporting period 

• Issues and CPUC decisions required 

• Risks with potential project impacts 

• Cost and schedule earned value control data (at a minimum, Schedule Performance Index 
(SPI), Schedule Variance (SV), Cost Performance Index (CPI), and Cost Variance (CV)) 

The Commission utilizes Microsoft Project 2003 to assist with control aspects of the project 
(scope, cost, schedule, risk).  The Vendor Team will be required to utilize a project management 
software tool that is compatible with Microsoft Project 2003.   

6.7 Project Quality 

Quality must be built in to each phase of the project, rather than being addressed at the end of 
the project.  To that end, the Commission will use the state’s established quality control 
procedures as outlined in the SIMM and SAM.   The Project Management Plan will employ 
formal reviews, customer walkthroughs, acceptance testing, and separation of duties, as quality 
measuring tools.  Additionally, the Commission will validate that defined business and functional 
requirements are acceptable to the customer/user. 

6.8 Change Management 

Specific activities and/or deliverables needed to effectively manage a formal change control 
process are: 

• Creation of a Change Management Plan 

• Establishment of the Change Control Board (CCB) with representatives from each functional 
area.  The CCB membership will also include the Project Sponsor and Project Manager. 

• Scheduling of routine CCB meetings on the project schedule 

The Commission’s Change Management Plan will conform to accepted project management 
methodologies and to state requirements in the SIMM.    

Change management has two levels: items under development and items that have been 
delivered.  To control changes for items under development, staff assigned primary 
responsibility for the affected deliverable will retain change control authority, assuming that the 
changes do not affect the project objectives or the customer requirements.  For example, during 
the database normalization process, data naming conventions may be modified to ensure data 
names are not duplicated.  Simply modifying the data name prior to formal release of the 
database would not require CCB action.   However, if the database design would require a 
modification that would have an effect on the ability of the end product to meet customer 
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requirements, then the CCB would need to be involved in the review/approval change 
management process. 

Once a deliverable has been accepted by the CPUC, any changes to that deliverable item will 
require the review/approval of the CCB. 

6.9 Authorization Required 

FSRs require approval from the Department of Finance Office of Technology Review, Oversight 
and Security (OTROS).  A copy of the FSR will be provided to the Legislative Analyst’s Office. 

7.0 Risk Management Plan 

Although a solution has not been selected, the CPUC understands that risk management 
planning is a vital component of ensuring project success, and some aspects of a Risk 
Management Plan can be outlined in advance.  A disciplined approach to risk management 
includes developing a Risk Management Plan that identifies and documents potential risks (risk 
identification), identifies ways in which they can be minimized (risk mitigation planning), and 
includes policies and procedures to monitor and resolve risks that arise (risk tracking and risk 
control). The result is the creation of an environment where the project team knows that 
planning for and mitigating risks throughout the project is crucial to project success. 

Risk management is a dynamic process that occurs throughout a project life cycle.  Two parties 
will have primary responsibility for developing and implementing a Risk Management Plan 
(RMP): the CPUC Project Manager and the development vendor Project Manager. The two 
Project Managers will be responsible for leading and managing the risk management planning 
process and reporting to the Project Sponsor and Oversight Committee on potential risks and 
approaches to resolving them, as these approaches may include a change in scope, schedule, 
or budget. 

The roles of these parties are described in more detail below: 

CPUC Project Manager. The CPUC Project Manager will be responsible for working with the 
development vendor’s Project Manager to identify potential risks. Together, they will also: 

• Develop a process for tracking and managing issues and risk factors. 

• Develop mitigation measures and contingency plans. 

• Monitor project risks. 

• Elevate risks to the Project Sponsor and/or Oversight Committee as appropriate. 

• Implement contingency plans when necessary. 

Development Vendor Project Manager. The development vendor’s Project Manager will be 
responsible for developing and submitting to the CPUC’s Project Manager a baseline RMP for 
database modification activities. The development vendor’s Project Manager will continue to 
identify potential risks throughout the project life cycle. 

Independent Project Oversight Contractor (IPOC). The project will employ an IPOC vendor 
to provide independent oversight using an information technology professional’s experience and 
industry standards. The additional review of project processes and deliverables by this resource 
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will provide a third-party, independent assessment of project risk areas with appropriate findings 
and recommendations. 

Independent Verification & Validation (IV&V). The IV&V vendor will be responsible for 
identifying database design and development risks throughout the project life cycle. The IV&V 
vendor will report directly to the CPUC Project Manager.  Together, they will analyze the risk 
and identify appropriate risk mitigation plans. 

Project Team. All members of the Project Team will be involved in the identification of potential 
risks.  The Project Team will work with the CPUC Project Manager to develop risk mitigation 
plans.   

The CPUC has developed a risk management approach based on the State Information 
Management Manual (SIMM) Section 200 guidelines, which includes these components: 

7.1 Risk Management Worksheet 

• 7.1.1 Risk Assessment 

• 7.1.2 Risk Identification 

• 7.1.3 Risk Analysis and Qualification 

• 7.1.4 Risk Prioritization 

• 7.1.5 Risk Response 

• 7.1.6 Risk Avoidance 

• 7.1.7 Risk Acceptance 

• 7.1.8 Risk Mitigation 

• 7.1.9 Risk Sharing 

7.2 Risk Tracking and Control 

• 7.2.1 Risk Tracking 

• 7.2.2 Risk Control 

7.1 Risk Management Worksheet 

There are many factors that influence whether a risk exists on a particular project. What may be 
a risk for one is not necessarily a risk for another.  Table 18 identifies potential risks (risk 
category), the likelihood the event will occur (probability), the area of the project that would be 
affected should the risk become a problem (affected project area), and steps that might be 
taken to minimize the chance the risk will arise (preventive/contingency measures). 

Risk Category / 
Event Description Probability  

Affected 
Project 
Area/Element Preventive/Contingency Measures  

Organization & Management     

Change in Agency 
priorities 

High - .70 Budget 
Schedule 

Monitor the activities of the California Legislature, Federal Railway 
Administration (FRA) for modifications that may affect the project.  
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Monitor legislation, FRA reporting requirement changes, and internal 
CPUC General Orders. 
Adjust budget and schedule as necessary 

Effectiveness of 
decision making 

High - .80 Budget Establish Executive Steering Committee as a decision making body 
that meets weekly to address activities that impact scope, schedule, 
or budget.  Establish clear roles and responsibilities through the 
Project Charter.  Gain commitment from the Executive Steering 
Committee and Executive Sponsor for adherence to those roles and 
responsibilities. 

Team camaraderie 
Medium - .50 Schedule Establish high performing teams through effective team building 

training and establish a solid partnership with the team members from 
RTSS, ROSB, RCES, and IMSD. 

Requirements Management    

Change in scope 

Medium - .50 Scope 
Schedule 
Budget 

Clearly define business objectives and functional requirements in the 
Request for Proposal (RFP).  Seek executive involvement early and 
often throughout the project life cycle.  Follow defined change 
management processes. 

Misinterpretation of 
requirements 

Low - .20 Scope Ensure a sound process is in place by the development vendor to 
validate all documented requirements using an industry accepted 
practice such as those defined by the International Electrical and 
Electronics Engineer (IEEE) standards. 

Personnel    

Availability of ROSB, 
RTSS, and RCES 
personnel. 

Medium - .50 Schedule Develop realistic Project Plan based on current resource availability.  
Ensure management representatives of each of the three affected 
functional areas commit needed resources to the project.  Adjust 
resource responsibilities as necessary. 
Adjust the schedule as necessary. 
  

Availability of IMSD 
personnel. 

Medium - .50 Schedule Ensure IMSD provides input to the development of the Project Plan. 

CPUC staff has 
appropriate expertise 

Medium - .50 Implementation The FSR clearly identifies a phased approach to CPUC staff training 
by the development vendor.  Training must be included in the SOW. 

Schedule    

Vendor unable to 
implement within 
project timeline. 

Low - .20 Schedule Project Manager to continuously monitor and track vendor progress 
through bi-weekly status reports and frequent face-to-face meetings.  
Project Manager to identify schedule risks and resolve quickly.   
Adjust the schedule as necessary. 

Cost    

Underestimated costs 
Low - .20 Budget Effectively manage change control process.  Ensure the vendor 

contract contains terms and conditions for cost risk. 
Request additional funding. 

Product Characteristics    

Data interfaces with 
existing CPUC data 
systems 

Medium - .50 Schedule 
Budget 

Clearly describe interface needs in the RFP. Project Manager leads 
meetings of the CPUC managers that need to share data to jointly 
develop an approach.  
Adjust budget as necessary. 
Adjust schedule as necessary. 

Product size and 
complexity not clearly 
understood 

Medium - .50 Scope 
Budget 
Schedule 

A fully integrated product of this nature has not been accomplished 
before; therefore, extra effort must be invested to fully define and 
develop the requirements. 

Equipment is 
available when 
needed 

Medium - .50 Schedule Any modifications to the existing infrastructure such as data storage 
capacity, installation of servers, or other hardware devices must be 
included in the detailed project plan with sufficient lead time to ensure 
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timely arrival of all needed equipment.  All equipment will be COTS. 
Adjust the schedule if necessary. 

Internal    
Interrupting business 
operations 

Low - .10 Schedule Run parallel systems. 

Staff resistant to 
change 

Medium - .50 Schedule 
Scope 

Early and consistent communication with ROSB, RCES, and RTSS 
staff.  Actively engage affected staff members in the business 
process reengineering (BPR) effort before the system is deployed.   
Conduct demonstration of the software application early to generate 
enthusiasm. 
Emphasize the need for comprehensive training of the new system in 
the RFP. 
Adjust schedule as necessary. 

Contractor Performance    
Vendor may cease 
operations 

Low - .10 Cost 
Schedule 

The vendor should provide proof of financial stability and/or 
operational longevity during the competitive bidding process.  

Vendor may not have 
appropriate skills or 
required staff 

Low - .10 Schedule Ensure the vendor has the available skills by conducting a thorough 
analysis during source selection of past performance on similar 
projects. 

User Involvement    
Poor CPSD 
participation in the 
project 

Low - .10 Schedule Ensure all stakeholders participating in the project are committed to 
the project’s success.  Conduct team building exercises early on to 
establish team unity. 

Development Environment    
Existing technology 
not clearly 
understood 

Low - .10 Schedule CPUC will utilize their existing environment to implement the project. 

External Environment    

Contract delays and 
potential State budget 
stalemate issues 

Low - .10 Schedule While past experience indicates budget stalemates are common in 
California, the overall delay in contract award is minimal.  Ensure all 
procurement documentation is available at the earliest possible 
release date. 

Design & Implementation     
Implementation 
environment must be 
stable 

Low - .10 Schedule CPUC will be implementing the solution into an existing infrastructure.  
Training for CPUC staff will be provided as part of the project by the 
development vendor. 

Data integration 

Medium - .50 Scope The design and development must be planned carefully to account 
for the data integration from multiple sources including the Federal 
Railway Administration (FRA), the California Department of 
Transportation (Caltrans), and the existing CPUC rail databases. 

Data conversion 

High - .70 Scope When converting the existing data from CPUC and Caltrans, extreme 
caution must be given to ensure data reliability, accuracy, and 
completeness.  The development vendor must provide a well defined 
data validation process. 

Rail crossings 
inventory issues 

Medium - .50 Scope 
Schedule 
Budget 

The process to collect the rail crossings inventory must be well 
defined prior to the collection phase.  Vast differences in cost and 
schedule were evident when comparing the data collection processes 
and results from Illinois, Kansas, Oklahoma, and Texas.   

Management Process    
Utilize proven project 
management 
processes 

Low - .10 Schedule 
Budget 
Scope 

CPUC actively embraces proven project management practices such 
as those defined by the Project Management Institute.  Ensure the 
development vendor subscribes to a similar structured project 
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management approach.  Require proof of a professional project 
management certification as part of the source selection requirement. 

Table 18 - Risk Management Worksheet 

Project management risk is high due to the CPUC having many priorities that may distract 
executives from making timely decisions, and which could impact project scope.  If the 
Executive Steering Committee team members are unavailable when the Project Manager needs 
a decision, it could delay the schedule and increase the budget. Scope changes may occur if 
the CPUC executives take on more responsibilities than the functional requirements can 
address. 

Specific staffing risks include challenges in accessing knowledgeable CPUC staff during the 
design requirements stage, and continued availability of project staff throughout the project life 
cycle.  

Schedule risks are considered low because the project scope is fairly well defined.  The 
schedule for this project will be based on recent experience with comparable projects in the 
state, and designed to minimize schedule risk. 

Financial risk is projected to be low since the CPUC has collected data on systems that were 
close in cost ranges. 

Technology risk is medium since the new solution is a development solution and will interface 
with existing systems. 

Change management/operational risks are medium since human nature is resistant to change, 
although the staff reacted positively to conceptual systems.  The Subject Matter Experts (SMEs) 
who will operate the system will be heavily involved in defining the requirements to ensure the 
system meets their needs. Additionally, a Communications Plan will be developed that ensures 
early and frequent communication with all CPUC staff about the project. 

The risks identified in the risk management worksheet will be augmented with other risks as 
project planning is underway.  Risk identification will continue throughout the project life cycle by 
any member of the team. As the project progresses and the potential for the risk to become a 
problem passes, a risk may be removed from the list. 

7.1.1  Assessment 

The project’s approach to risk assessment will be for the team to identify risks, analyze their 
potential impact on the project, determine the probability and significance if they occur, and 
make a decision as to whether the risks are acceptable. 

7.1.2 Risk Identification 

Risk identification will be the responsibility of every team member. During initial project planning, 
the team will evaluate all aspects of the project to determine whether there is potential for a 
particular risk to occur. The initial identification of risks will be speculative, broad, and based on 
the team’s experiences. Areas to examine include whether: 

• Product is feasible for the organization and vendor 
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• Schedule is based on experience and knowledge of the environment 

• Cost estimate is reasonable 

• Project includes significant technology change 

• Project is larger or more complex than the organization has experience with 

• Technology used on the project is within the existing scope of the CPUC technological 
environment 

• Organization has a culture of change and the relationships of the RTSS, RCES, and ROSB 
team members are conducive to a strong partnership 

• Organization has established project management culture 

• Team members have the skills to participate in implementing the system 

• SMEs have sufficient time to participate in requirements definition 

During the development of this FSR, the following risk areas were identified from the list: 

• Project Management 

• Stakeholder Participation 

• Scope 

• Staffing 

• Schedule 

• Technology Risks 

• Technical 

• Change Management/Operational Risk 

• Internal 

• Financial Risks 

• Cost 

As new risks are identified during the life of the project, they will be aligned with these 
categories, or new categories will be created as appropriate. 

7.1.3 Risk Analysis and Quantification 

Project risks will be tracked and analyzed on an ongoing basis, and discussed as part of regular 
project management meetings. Risks will be analyzed based on the type of risk, probability of 
the risk occurring, the ability to mitigate the risk, and the potential effect of the risk.  The section 
below describes the relevant factors that were evaluated in order to determine the level of 
severity of the risk and the priority that should be assigned to each risk.  These factors will be 
used as new risks are identified throughout the project life cycle. 

1. Assign an Impact Rating to the risk: 

High – if the risk represents a significant negative impact on project scope, schedule, or budget. 
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Medium – if the material impacts would significantly affect users, consumers, or other key 
stakeholders. 

Low – all other risks. 

2. Assign a Probability Rating to the risk: 

High – if the risk is almost certain to occur or very likely to occur. 

Medium – if the risk has a 50/50 chance of occurring.   

Low – if the risk is unlikely to occur. 

3. Assign the Time Frame for mitigation of the risk (for example, determine the time frame 
within which action must be taken to successfully mitigate the risk): 

Short – if the time frame is less than one month. 

Medium – if the time frame is between two and five months. 

Long – if the time frame is greater than five months. 

4. Determine the Risk Probability from the matrix. 

  PROBABILITY RATING 

   

High 

 

 

Medium 

 

Low 

 High High High Medium 

IMPACT Medium High Medium Low 

 Low Medium Low Low 

 
Table 19 - Probability Rating 

5. Determine the Risk Exposure from the matrix below. 

  EXPOSURE RATING 
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High 

 

 

Medium 

 

Low 

 High High High Medium 

TIME FRAME Medium High Medium Low 

 Low Medium Low Low 

Table 20 - Exposure Rating 

7.1.4 Risk Prioritization 

Given that this is a mission-critical project, risk handling will be based on Risk Severity and will 
conform to the following guidelines: 

High Risk Severity. The Project Manager will inform the Executive Steering Committee and 
provide a mitigation approach.  Based on the current risk analysis, each risk has been prioritized 
and ranked.  Those risks with high priority will receive a greater degree of attention from the 
project team and resources.  Low priority risks will be monitored on a regular basis.  

Based on the risk analysis and quantification completed (see Table 19), the following high risks 
have been identified in priority order: 

• Change in agency  priorities 

• Effectiveness of decision making 

Medium Risk Severity. After initial assessment, the Project Manager will bring risks to attention 
of the Project Sponsor with a recommendation for mitigation.  The following risks, rated medium, 
are prioritized as: 

• Change in scope 

• Availability of ROSB, RTSS, and RCES personnel 

• Availability of IMSD personnel 

• CPUC staff has appropriate experience 

• Data interfaces with existing CPUC data systems 

• Equipment is available when needed 

• Staff resistant to change 
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Low Risk Severity. Risk assessment and management will generally be handled by the Project 
Manager. The Project Manager may choose to request that the Project Sponsor handle risk 
mitigation if the situation warrants. 

• Poor CPSD participation in the project 

• Vendor unable to implement with project timeline 

• Underestimated costs 

• Interrupting business operations 

• Vendor may cease operations 

• Vendor may not have appropriate skills or required staff 

• Contract delays and potential State budget stalemate issues 

7.1.5 Risk Response 

The Project Management Team recognizes that risk response planning must be appropriate to 
the severity of the risk, cost effective in meeting the challenge, timely to be successful, realistic 
within the project context, agreed upon by all parties involved, and owned by a responsible 
person.  These considerations go into choosing the response when project risks are defined.  
The project team evaluates risk responses in the following order, beginning with those that have 
the highest likelihood of effectiveness: 

• Avoidance 

• Acceptance 

• Mitigation 

• Sharing 

The Project Team will develop, as part of the risk response planning, both a Contingency Plan 
and a Fallback Plan.  The Contingency Plan will be applied to identified risks which arise during 
the project or if intermediate milestones are missed.  The Fallback Plan will be utilized if a high 
impact risk is encountered or if a selected solution is determined to not be fully effective.   

In responding to risks, the Project Team may develop a cause-and-effect relationship diagram in 
order to determine the results of varying responses.  Once the appropriate risk response is 
determined, residual risks and secondary risks will be examined and the appropriate responses 
developed. (Residual risks are those that remain after avoidance, sharing, or mitigation 
responses have been taken.  They also include minor risks that have been accepted and 
addressed.  Secondary risks are those that arise as a direct result of implementing a risk 
response. These are identified, and appropriate responses planned). 

7.1.6 Risk Avoidance 

Whenever determining the appropriate response to recognized risks, the Project Team will first 
determine if risk avoidance is the solution. Risk avoidance is typically the first solution 
examined, as in many instances it is the most effective solution.  Risk avoidance requires 
changing the scope or the project plan in order to respond to a recognized risk.  The following 
questions should be considered to determine if avoidance is the best response. 



  86

• Will reducing scope avoid this risk? 

• Will adding resources reduce this risk? 

• Will adding time to the project reduce this risk? 

• Will adopting a proven approach instead of an innovative one reduce this risk? 

7.1.7 Risk Acceptance 

Risk acceptance indicates that the project team has decided not to change the project plan to 
deal with a risk or they are unable to identify any other suitable response strategy.  The team 
may accept the risk in either an active or passive manner. (Active acceptance may include 
developing a contingency plan.  Passive acceptance requires no action, leaving the project 
team to deal with the risks as they occur.) 

7.1.8 Risk Mitigation 

Risk mitigation seeks to reduce the probability and/or consequences of a risk to an acceptable 
threshold. The team prefers to take early action to reduce the probability of a risk occurring. This 
is usually more effective than trying to repair the consequences after it has occurred. Mitigation 
costs must be appropriately related to the probability of the risk and its consequences. Risk 
mitigation strategies for this project are detailed in Table 18.  

7.1.9 Risk Sharing 

Risk sharing is seeking to shift the consequence of a risk to a third party together with 
ownership of the response. Sharing the risk gives another party responsibility for its 
management; it does not eliminate it from the project. Often a payment-upon-acceptance 
contract with a vendor for all, or part, of the risk-prone work will help share the risk. The Project 
Manager intends to engage in risk sharing as a proactive strategy with the selected vendor. 

7.2 Risk Tracking and Control 

Risk tracking and control processes play a significant role in ensuring that identified risks are 
resolved in a timely manner, especially if they impact the critical path. Without a process to track 
risks that occur, risks can easily be forgotten and impact the project’s scope, schedule, and/or 
budget. The following describes the proposed risk tracking and control processes for this 
project. 

7.2.1 Risk Tracking  

As stated above, the Project Manager -- leading the team -- will be required to complete a full 
Risk Assessment and Risk Management Plan as one of the initial deliverables. The Risk 
Management Plan will include methods to track risks including using a database tool that:  

• Assigns a unique number to each risk. 

• Tracks the assigned ratings, as well as efforts to mitigate the risk. 

• Calculates the number of new risks since the last project team meeting in which risks were 
assessed. 
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The risk tracking system will also include:  

• Processes to continuously reevaluate risk rankings. 

• Identification of those risks affecting the project’s critical path. 

• Procedures to track progress toward resolving the risk. 

The Project Team will briefly meet each morning to review the ongoing status of the project, the 
tasks and assignments of the day, as well as identifying any risks on the horizon. The Project 
Team will meet weekly specifically to review the Risk Plan and ongoing efforts to mitigate risk, 
as well as to assess any new risks identified. 

The Project Manager shall have authority to take action to mitigate risks that are determined to 
have low severity. Medium and high severity risks must be escalated to the Project Sponsor 
along with a mitigation approach. For high severity risk, notice will also be provided to the 
Executive Steering Committee. 

7.2.2 Risk Control 

Risk control is necessary to help prevent failure on a project. The project team will ensure the 
Risk Management Plan is executed so that it can respond to risk events before they become 
serious problems. As risk events occur, the project team will implement the appropriate 
contingency plans to ensure the success of the project. The Risk Management Plan will be 
updated as anticipated risk events occur or are surpassed, and as actual risk events are 
evaluated and resolved. 

The CPUC risk management process includes further development of this Risk Management 
approach in accordance with the State’s Project Management Methodology. The Project 
Manager will submit an updated Risk Management Plan to the Project Sponsor within 30 days 
of project initiation. This plan will be used on an ongoing basis to identify risks, quantify the 
potential impact of each identified risk, present mitigation plans for each identified risk, and 
enact appropriate risk responses. Mitigation measures and contingency plans will be developed 
and implemented as high priority risks are identified and monitored. Project reserves (for 
example, time, personnel, funding) will be allocated at the discretion of the Project Sponsor. 

The Project Manager will review new risk assessments as well as ongoing risk efforts weekly to: 

• Evaluate and determine the risk exposure and severity. 

• Identify appropriate action to avoid or mitigate the risk. 

• Elevate the risk assessment and response to the project sponsor and/or Executive Steering 
Committee, when appropriate. 

Risk management is an effort that will occur throughout the project life cycle to identify, analyze, 
prioritize, and mitigate risks before they become severe problems that affect scope, schedule, 
and/or budget. 

8.0 Economic Analysis Worksheets 
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EXISTING SYSTEM/BASELINE COST WORKSHEET

Department:  California Public Utilities Commission

Project:  Rail Safety and Security Information Management System (RSSIMS)

FY 2008/09 FY 2009/10     FY 2010/11     FY 2011/12     FY 2012/13 TOTAL
   PYs   Amts   PYs   Amts   PYs   Amts    PYs   Amts   PYs   Amts  PYs    Amts

Continuing Information

Technology Costs  

Staff (salaries & benefits) 1.3 119,789 1.3 119,789 1.3 119,789 1.3 119,789 1.3 119,789 6.5 598,946

Hardware Lease/Maintenance 0 0 0 0 0  0

Software Maintenance/Licenses 0 0 0 0 0 0

Contract Services 0 0 0 0 0 0

Data Center Services 0 0 0 0 0  0

Agency Facilities 0 0 0 0 0 0

Other 27,300 27,300 27,300 27,300 27,300  136,500

Total IT Costs 1.3 147,089 1.3 147,089 1.3 147,089 1.3 147,089 1.3 147,089 6.5 735,446

Continuing Program Costs:

Staff 82.7 7,996,378 82.7 7,996,378 82.7 7,996,378 82.7 7,996,378 82.7 7,996,378 413.5 39,981,892

Other  1,736,700  1,736,700  1,736,700  1,736,700  1,736,700  8,683,500

Total Program Costs  82.7 9,733,078 82.7 9,733,078 82.7 9,733,078 82.7 9,733,078 82.7 9,733,078 413.5 48,665,392

TOTAL EXISTING SYSTEM COSTS 84.0 9,880,168 84.0 9,880,168 84.0 9,880,168 84.0 9,880,168 84.0 9,880,168 420.0 49,400,838

EXIS

Date Prepared:  7/15/08All costs to be shown in whole (unrounded) dollars. 
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Oversight (Full Time during 
development)        
        

Time Frame 
Hours per 
month 

$Per 
hour 

$per 
month 2008/09 2009/10 2010/11 2011/12 

11/1/09 through 10/31/10 166 $150 $24,900 $0 $199,200 $99,600 $0 
        
        
IV&V (2 days per week during 
development)        
        

Time Frame 
Hours per 
month 

$Per 
hour 

$per 
month 2008/09 2009/10 2010/11 2011/12 

11/1/09 through 10/31/10 69 $150 $10,400 0 $83,200 $41,600 $0 
        
        
Totals     $282,400 $141,200  
        
        
        
     Oversight and IV&V  
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Appendix A – Acronyms and Abbreviations 
 
AB Assembly Bill 
BART Bay Area Rapid Transit 
BCP Budget Change Proposal 
BPR Business Process Reengineering 
CAD Custom Application Development 
C/F Current Function 
Caltrans California Department of Transportation 
CCB Change Control Board 
CD Compact Disk 
CIS Case Information System 
CMAS California Multiple Award Schedule 
COTS Commercial Off the Shelf 
CPI Cost Performance Index 
CPSD Consumer Protection and Safety Division 
CPUC California Public Utility Commission 
CSCR California State Contracts Register 
CV Cost Variance 
DGS Department of General Services 
DHCP Dynamic Host Configuration Protocol 
DM5 Hummingbird Document Management 
DOF Department of Finance 
DOT Department of Transportation 
DTS Department of Technology Services 
DVD Digital Versatile Disk 
EAW Economic Analysis Worksheets 
FRA Federal Railroad Administration 
FSR Feasibility Study Report 
FTA Federal Transit Administration 
FY Fiscal Year 
GHz Gigahertz 
GIG Gigabyte 
GIS Geographical Information System 
GO General Order 
HD Hard Drive 
HP Hewlett Packard 
IEEE International Electrical and Electronics Engineer 
IIS Internet Information Server 
IMSD Information Management Systems Division 
IPOC Independent Project Oversight Contractor 
ISB Information Services Branch 
ITPP Information Technology Procurement Plan 
IV&V Independent Verification and Validation 
LAN Local Area Network 
MIS Management Information System 
MOTS Modified-Off-The-Shelf 
MSA Master Service Agreement 
OES Office of Emergency Services 
ORP Operational Recovery Plan 
OTRO Office of Technology Review, Oversight  
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PMBOK Project Management Body of Knowledge 
PMI Project Management Institute 
PMP Project Management Professional 
R/W Read/Write 
RAM Random Access Memory 
RCES Rail Crossings Engineering Section 
RFI Request for Information 
RFP Request for Proposal 
RISPC Railroad Inspecting System for PC 
RMP Risk Management Plan 
ROM Read Only Memory 
ROSB Rail Operations Safety Branch 
RR-ACC Railroad Accident Database 
RRX-CA Rail Crossings Inventory - California 
RTA Rail Transit Agency 
RTCB Rail Transit and Crossings Branch 
SAM State Administrative Manual 
SIMM Statewide Information Management Manual 
SME Subject Matter Expert 
SNA System Network Architecture 
SOW Statement of Work 
SPI Schedule Performance Index 
SPR Special Project Report 
SSO State Safety Oversight 
SV Schedule Variance 
SX Safety Crossing 
TCP/IP Transmission Control Protocol/Internet Protocol 
TOAD Tools for Application Developers 
UCIS Utility Contact Information System 
UEWM Utility Enforcement Work Module 
VPN Virtual Private Networking 
WAN Wide Area Network 
WAR Weekly Activity Report 
WTS Work Tracking System 
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